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Getting Started

Network Monitor is a web-based monitoring solution for monitoring the performance and
availability of a wide array of network devices. Network Monitor monitoring is agentless,
meaning it does not install any software or files on monitored machines. How This Quick Start
Guide is Organized

1. Network Monitor Concepts
2. Installation and Setup

3. Configuring Network Monitor - Provides a step-by-step, "first time" demonstration of how to
configure Network Monitor.

Pre-Installation Checklist

Completing the following pre-installation checklist before installing Network Monitor is recommended.

1. Estimate the memory required by Network Monitor to monitor the number of devices on your
network, using the recommendations in Server Sizing (page 2). Ensure the system hosting the
Network Monitor server has enough free memory to run Network Monitor.

2. Check that the system hosting the Network Monitor server meets all software and hardware
requirements.

3. If you choose to use a specified Windows account instead of the default (local system), ensure
the Windows account used by the Network Monitor service has sufficient privileges (page 2).

4. If ODBC logging is going to be enabled, create a ODBC system data source on the Network
Monitor host machine.

5. Ifa GSM phone is used, install it and verify that it responds correctly to standard AT commands in
a terminal program.

When completed you are ready to install Network Monitor. After installing Network Monitor and
connecting to the web interface for the first time, consult the topic Running the KNM Startup Guide
(page 3).

Server, Gateway or Utilities Installation

During a KNMsetup . exe install, clicking the Options button displays the following choices.
= Install server - Selected by default. If monitoring a single subnet, select this option. Recommended for
first time evaluations.
= Install gateway - If monitoring an additional subnet for a server that is already installed, use this
option.
= Utilities - Select this option to install specialized utilities. These utilities are not required. There are
four utilities installed:
» gizmo.exe - The Gizmo system tray application.
» ide.exe - The Lua Development Environment

» dme.exe - The Dashboard Map Editor.



Server Sizing

» mibcompiler.exe - The MIB Compiler utility.

Kaseya Metwork Monitor - Installer (08421)
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Server Sizing

Minimum requirements for using the free version of Network Monitor.
= 1GHz CPU
= 2 GB memory
= 5 GB free disk space

Network Monitor 5.0 Module Requirements

Systems Hosting the Network Monitor Server
=  Windows 2003, 2008, or 2008 R2 with the latest service pack
» Network Monitor comes with its own database and HTTP server
= Microsoft .Net Framework 4.5 or later
Supported Browsers
= Microsoft Internet Explorer 7.0 or later
= Opera 9.0 or later
= Firefox 3.5 or later (Recommended for best viewing experience)
The following features must be enabled in your browser settings.
= Accept third party cookies - Cookies are required to keep track of the user session.
= Javascript enabled - Java scripts are used by the web interface and must be enabled.
Dashboard Map Editor utility
= Microsoft .Net Framework 4.0 or later

Selecting u Service Account

Kaseya Network Monitor is a Windows service that is installed to logon using a service account.
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Using the LocalSystem account

The built-in Localsystem account is the default service account assigned to the Kaseya Network
Monitor service when installing. While the LocalSystem account is the most convenient way to get

Network Monitor up and running, it has many privileges that are unnecessary to run Network
Monitor locally.

Note: We recommend the Kaseya Network Monitor service be assigned a service account using the
fewest number of privileges possible. The Network Monitor account manager can then be used to
impersonate Windows accounts with elevated permissions when these permissions are required for
tests, actions and events.

Network Monitor Required Privileges

Network Monitor requires the service account it is assigned to have the following file system
permissions:

= READ, WRITE and EXECUTE to Network Monitor base directory
= READ, WRITE, MODIFY to all sub-directories

The service account may also require the Act as part of operating system privilege to enable

Windows account impersonations. Consult your Windows documentation to determine if this privilege
must be added.

Running the KNM Startup Guide

The Server install displays a series of web pages called the KNM Startup Guide to help you configure
Network Monitor for first time use. The Startup Guide has five steps.

= Administrator Settings (page 4)

= Gateway Server Settings (page 4)

= Mail Settings (page 5)

= SMS Device Configuration (page 5)

= Credentials Used with Network Discovery (page 6)

Note: A person logging into the Network Monitor server is referred to as a user. Each user can only have
one logon session open at one time.
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Administrator Settings

To et you started with KNM as quickly as pessible, please take a few moments to complete this startup guide

Administrator settings

& A0 Bdministralor user Acoount nesds to be craasted, With this user scoounit |

Usarmame [

do not

Additional accounts

Satup adcitional sdministrator accounts below if nesdad, Login information 1o these accounts will ba automatically sent to the spacified amail

& acdresses.

[
|
I
[
|
I

Naxt

1. Enter the username and password of the default Network Monitoruser. Passwords are case
sensitive.

2. Configure an email address for this user. The email address is used when Network Monitor is
sending notifications or reports.

3. Optionally configure a phone number for this user. The phone number is used when Network
Monitor is sending SMS notifications.

4. Clicking Next creates the default user record you will use to logon to Network Monitor after
completing the KNM Startup Guide.

Gateway Server Settings

Galeway Server aettings

Select network adapter and por o bind gateway server 1o,

Metwerk adsoter  [Lacal Area Ceanection {10.10.33.0) =]
Bart e
Pravicus N

This is the IP address and port the server listens to for incoming gateway data. All gateways you install
are populated with this IP address and port by default.

Note: If the Network adaptor drop-down list is blank, do not proceed. Without an IP address specified here,
the web interface and gateways will not be able to locate the server. Cancel the install and reinstall
Network Monitor on a different machine that displays a value in this drop-down list.
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Mail Settings

To gat you startad with KNM as quickly a5 possibla, please take a few moments to completa this startup guide

Mail settings

Prsious Ml

To send email notifications and reports you need to configure the email server settings. Two email
servers can be configured: a primary server and a secondary backup server used in case the primary
server is unreachable.

= SMTP server - Enter the host name of the primary email server. If your server requires credentials
when sending mail, enter those below. If you are uncertain leave the username and password
fields blank.

= Port - Uses 25 if left blank.

= SSL - If checked, uses SSL to connect to the email server.

= User Name - If required for authentication, enter the username of an account authorized to use the
host email server.

= Password - If required for authentication, enter the password of the account.

= Default return address - Use the format Display Name <email address> oOrjustan emalil
address. If no display name is entered, the default display name is KNM.

Enter similar information for the SMTP server 2 set of fields.

If you want to skip this step and configure these parameters later, click Next to continue. Use the @
menu > Mail, SMS and messaging page after you logon to update these settings.

SMS Device Configuration

Ta get you started with KNM as quickly as passible, please take a few momenl
&MS device configuration

I you have a SMS caps
L with KNM heera, Just ok

Pravigus Meaxt

If you have an SMS device connected to a COM port on the Network Monitor host you can configure
Network Monitor to send SMS notifications.
= Configure SMS - Select this box if you have an SMS device connected to the Network Monitor
host.
= Com port - Select the serial port the SMS device is connected to.
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= Baud rate - Select the baud rate. This is the speed the SMS device is capable of sending and
receiving over the COM port. A setting of 2400 is recommended, if you're not sure what to select.

= PIN code - If your SMS device is a GSM phone or modem, you might need to unlock the SIM card
with a PIN code. Enter that PIN code in the PIN code field.

= Test settings - Click the button to test the configuration, if the test fails make necessary changes or
uncheck the Configure SMS check box to skip this part of the wizard.

User phone number

If you did not enter a phone number on the Administrator Settings (page 4) step of the KNM Startup
Guide you can enter it using the ® menu > My settings page after you logon. Without the phone number
in a user record Network Monitor is unable to send an SMS notification to that user.

Note: See SMS settings for information.

Credentials Used with Network Discovery

bar cradantials to

Windows logon account sethngs

Passwaord |
UNIX logon account ssttings
Usermame [
Password [
VMWare logen account settings
Password [
SHMP settings
Community [public
Previcus Next

Network discovery is automatically performed on the local network immediately after the install. Enter a set of
credentials that matches the devices on the server's local network. Credentials can always be added
after the install and network discovery run again.
=  Windows logon account settings - An administrator level Windows credential is required to return
some types of scan data from Windows devices. Use the domain\username format to enter a
domain username.
= UNIX logon account settings - An administrator level UNIX credential is required to return some
types of scan data from UNIX devices.
= SNMP settings - Enter the SNMP community name used by devices on the server's local subnet.

Note: The community name, SNMP version, and port used used by Network Monitor to connect to an
SNMP device is set on the Authentication (page 33) tab of a device node. The device node may
inherit this setting from a parent node. See the Installation Checklist (page 1).

Logging On

After installing Network Monitor, the logon page displays.



Shutting Down Network Monitor

< .
Kaseya Network Monitor . sz

(BRI 2 Fassword®

Enter the username and password you specified on the Administrator Settings (page 4) page.

If you closed your browser, you can re-display the logon page using one of the following two methods.
From the Network Monitor host:

= Click the link to the web interface in the Network Monitor program folder in the start menu.
= Use the following link http://localhost:8080

Note: This link above assumes you accepted the standard parameters during the installation and the
Network Monitor web server is running on the default 8080 port. If you have installed Network Monitor
on a different host, replace the localhost host name with the name of the Network Monitor host.

Shutting Down Network Monitor

A standalone Network Monitor installation consists of three different services:
= Kaseya Network Monitor
" Kaseya Record Manager
" Kaseya Local Gateway

When upgrading to a new release of Network Monitor, you will need to shut down two of these
services for the upgrade process to work. Another reason for shutting down Network Monitor could be
maintenance work, such as moving to another server.

= On the Windows system hosting Network Monitor locate the Administrative Tools > Services >
Kaseya Network Monitor service.

= Right-click the service and select Stop.

= Confirm the Kaseya Record Manager also stops. This service automatically stops when
shutting down the Kaseya Network Monitor service.

= |If performing maintenance on the server running Network Monitor, also stop the Kaseya Local
Gateway Service.

= |t can take a while for the Kaseya Network Monitor service to shut down. Network Monitor
has to finish the monitor tests that are currently running.

= The services automatically start again after an upgrade installation finishes.
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Network Monitor > Monitoring
The Monitoring module is the main module you use to configure Network Monitor. The Monitoring
module is organized into three main panels:

= Navigation - Selects the group, gateway, device or monitor you want to work with.

= Content - Displays user content and settings—such as devices, monitors, or maps—either in a list
view, a data view or as tabbed properties sheets.
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= Action - Displays the main properties and commands you can perform for a selected node.

Navigation

A

Content

A

Action

A

(

(@ Dashbo
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Navigation

The navigation tree organizes all groups, gateways, devices and monitors managed by Network
Monitor. Using the tree you can quickly browse to any device and monitor.

= Groups - Used to group other nodes on the navigation tree. Groups do not correspond to a
physical device on a network. Think of them as representing logical business units, such as
companies or departments, or a set of devices within a network.

» A node cannot be the child of more than one parent. This includes a group node.
» Groups can have sub-groups.
» Groups can be added above or below a gateway.

= Gateways - A gateway monitors devices sharing the same subnet. For a standard install of
Network Monitor there is only one Local gateway and it refers to the same network the
Network Monitor server is installed on.

= Devices - Anything with an IP address. This includes computers, routers, switchers, mobile
devices, printers, firewalls, etc.

= Monitors - A monitor runs a specific test on a device and reports the result back to the server. A
device can have multiple monitors.

ESEHM
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) @an-jacobp3z-2
) (HR-XP32A-M0B
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) @ws-diowry-03 kaseya.com
i tmermullen-macn? kaseyao
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Default Group and Local Gateway

Immediately after a new install of Network Monitor v5.0, you'll notice the navigation tree displays a
KNM at the highest level, then a Default group, then a Local gateway. All three levels were
created for you during the install.
= Default group - A Groups (page 25) typically represents a logical business unit. In this case the
Default group initially represents your own business unit.

11
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* Local gateway - A gateway (page 39) listens to devices on a network. The Local gateway
listens for devices on your own network.

fod KRB » |l Default group | e || Ld Local gatesway | »

®|_|KNM
EpaDefault group
€3 aLocal gateway

(& CADiscovery graup (233)

If you like, rename both of these nodes to reflect your own business name. Add additional groups and
gateways as needed, for the customers you manage.

Inheritance

12

Certain node properties can be inherited by nodes at a lower level. This design enhancement, new in
KNM v5.0, affects nearly every other aspect of configuration. With inheritance you can propagate
configuration changes to hundreds, even thousands, of devices and monitors effortlessly, simply by
making changes to a higher level node in the navigation tree.
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For any one node you can elect to use either an inherited setting or override it. For example, the image
below shows a setting that is inherited from a higher level node. You'll spot this same convention used
throughout the Network Monitor user interface for many different types of properties. Note that
overriding an inherited setting affects all lower level nodes inheriting the changes you make.
Inheritance is enabled by default for every property that supports it.

Alert and recovery settings

Inherit notification group: [V From: ey
Inherit alarm messages: [ From: e b

Inherit alarm actions: [ From: e b

Crumbline

A crumbline at the top of the navigation tree shows you the currently selected node in the tree. You can
click anywhere in the crumbline to jump to that node in the navigation tree. Or you can select one of the

child nodes of the currently selected node.

(4 KM | v || B4 Default group | » || @ Local gateway >||ﬁiw—w?32t|2 -

& &) Ping
B &) CPU utilization
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Lists Views

The middle panel shows the content of any node selected in the navigation tree. If the selected node is
a group, gateway or device, you'll see a list like the one below.

@ K| v | B Default group | » || @8 Local gatewsy | » || @ Discovery group | »

-

EpEKn Devices | Monitors Map Audit log
E@retault oroup [S—
E@Local gateway Refresh I View [80 v« Previlets O, Search Mo filter | Mev filter
5 @Discovery group
) Cag-jacob-up3d-2
) OHR-XP32A-MOB Activate | | Deactivate Copy || Delete || Edit || Move | | view repont

&) Evwis-natarnp-03 kaseya corr
Notification =

&) @bulidozer kaseya.com Name Address Group  OStype Fou
) Ehertupaznt 40 LU
) Div-wa3201 kaseya.com M K ag-jacob-epil-2 # ag-jacobp3z-2 Discovery Generic
) group Windows
O‘_M‘IS-”D”ES-DS M kd HR-XP32A-MOB @ HR-KP328-MOB Ci G i
L - - 6 - - iscovery Generic
&) CKFW3E4R 201 group Windows
O\_rws-d\owry-DS.kaseya com ™ &4 hulldozerkaseya.com & bulldozerkaseya.com  Discovery
@\_nmcmullen-macDQ.kaseva_l group
&) Davjenkins-01 kaseya.com @ herbxp3ziot 40 ? herbxp3zh140 Discovery
) (AHEREXP 324140 group
O\_LAG-VL—)(P32A—1TT I~ & ws-gaternp- & ws-qaternp- Dizscovery Generic
) @pennys-iphons kaseya.cor 03 kaseya.com 03 kaseya.com group Windows
O‘ Jiw-wxp32pro.kaseya.com M k4 iw-wd3201 kaseya.com .}' w-wiB3201 kaseya.com Discovery Generic
— . group Windows
) Ckds-agent-dp03. kdsdomail ) . ) ) A
I~ &4 we-rjones-03 # ws-riones-03 Discovery Generic
&) Evis-pknauft-03.kaseya.com group Vindows
O‘—'HR'XP328'141 M kd KFwW3EdR201 .}' KI-\W3E4R201 Discovery Generic
O\_maﬂs-\phone.kaseya cam group Windows
) nwS-RJONES-03 [ @ awjenkins- @ av-jenking- Discovery
) ag-ed-p32 01 kaseya.com 01 kaseya.com group
@\_|ki-W764D1 M k4 tmemullen- .}' trmemullen- Discovery Generic
O\_|mh-w?32a-bc.big.compan5 macl2 kaseya.com macl2 kaseya.com group Windows
@\_|ag-bc-xp3201 big.company [ &4 HERBEXP32A140 # HERBXP32A140 Discovery Generic
group Windows hd|

CJag-merce-ypa2
Y @eamer =l

You can see all the devices and monitors that are members of that group or gateway. For example:
= The Devices tab displays all the devices that are members of the selected node in the hierarchy.
= The Monitors tab displays all the monitors that are member of the selected node in the hierarchy.

Searches

14

A Search edit box displays in the upper right hand corner. Enter a string to search the navigation tree for
all group, gateway and device nodes that match the string entered. Do not press the Enter key. Just wait
for the list of nodes to be displayed below the edit box, then select one to display that node.

= Searches include any text entered in the Description field of a node.

= Searches include the names and descriptions of users and user groups.
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= List views typically display a similar Search edit box you can use to filter items in the list view.

) SERVER-QA-SBS
QA-XP_32_2
QA-7_32_1
QA-2003_32_1
QA-2005_64_1
QA-XP_B4_1
QA-Vista_B4_1
QAHP_G4_2

List View Controls

Each list view provides a set of buttons at the top of the list that can be applied to multiple nodes in the
list. You can can also page forward, page back, and search a list. Click a column header to sort the list
by that column.

I Dewices || Monors Mag Topilis Fumrits: LT

Fadmsh @ View [30 =]« Prevried &, Soarch [Hanieer ) Clear fiker | Save filles
@ i=[Deves ropety %] [Hame = | [mmches =]
@) = Monor fvpe = | S e iz aticn =] [Exinte =|
Duace: propedy
Cizrvra ehadus
Acliv Democm fempiabe Copy | Delele Edil | Move e gl
[ rrer— Auddress Group 05 bypn Al
ra I:,'-..”a,._gw & 102070252 Slocst Winaores 003, 32 bit
& SeET-W & 102070432 Slocat Winaows 2003, 32 bit
& SWET-WH & 10.20.70.140 Slocahoim Winaows 2003, 32 bRt
F R SST-11 & 102070063 Slocat Windows 003, 32 it
F B SesT-Wi 2 # 1020706 Skt ‘Winoess 2003, 32 bR
M & SWET-H & 1020701030 St ‘Windores 003, 32 bR
Filtering

Group and gateway list views can be filtered by multiple conditions. Types of filters include:
= Device property -
= Device status
= Device template - The device or monitor is or is not associated with a device template.
= System type
= Tag
= Logical expression

15
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Data Views

16

If the node selected in the navigation tree is a monitor, the middle pane shows the data returned by that

monitor.

||uThaw~:u1d|> | G Fwesten| » |G Hamdsand | » || SW-HA-CHD | » || G Fing |
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+ {iaFrance
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GG oy
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=M ambsand
= R EEW-HA-CHD
1 G Total cornections
106 P annel sctve cour
[ ECPU utilzstion
1 G rew mernomny
[ GmE trafic
1 mernony utilization
) i@Firg
1 gaPing 2
1] GFineg agent
1] aRAS tunned actwe court
EE i) G- HA-Cl
) ES-HACE10
FE g EAEW-HA-CE 11
i B A CE12
EE g G SW-HA-CE12
g G- A Gl 18
i) B A C1- 16
R WA G
g B A CE1T
SR G =

Meonitor status

Rouniirige 70 ms.
Packetboss: 000 %

Live data
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B
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02221 090 | 0 fea 0w
AMTATF 03 | 83 e %
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Properties and Commands

When a group, gateway, device or monitor is selected, certain properties and commands display in the
right hand pane.

Group Commands Gateway Commands Device Commands Monitor Commands
When a group is When a gateway is selected, When a device is selected, When a monitor is
selected, commonly commonly used commands commonly used selected, commonly used
used commands include: commands include: commands include:
include: o Edit o Edit o Edit

o Edit e Add a subgroup e Add new monitor e Test Now

e Add a subgroup e Add a new device

e Add a new device

Default group Local gateway ™) ag-jacob-xp32-2 @ Ping
\ - \___J
Properties Properties Properties Properties
Notification user group Notification user group 0S type Device
Administrators Adrninistrators Generic Windows ag-ed-xp32
’ Hostname 10.10.321 Test interval
Commands B3 201 Gateway
Edit Connected local_gatewsy Alarm test interval
Tag ]
Add a subgroup . gm: zone 00
a (sentreceiveditota i
T T T ! .IS\Iarm generation
Move to other group - fciive
Operating system Yes Created time
Delete group Microsoft® Windows Serens Shalls 2012-07-0217:22:03
Add a new device Build number Disahled Last test
Create a report e S e D e s 2012-07-03 14:59:28
P Administrators Next test
10.10.32.8 Om 273 {1264)
Subnet Commands Time in current state
10.10.32.0/22 21h 3Tm 58s
. Edit
Network discovery " -
o Inspect now Active recovery action list

nfa
Add new monitor

. - ) Active notification user group
Commands Deactivate device o e ——
Edit Move device
T Delete device Commands
Move to other group Create a report Edit
Delete group savelasiemplate Deactivate

_ Open MIB browser

Add a new device Delete
Create a report Create a report
Update gateway Test now
Restart gateway

Edit Menus

When you click the Edit command for a selected node you typically see a tabbed set of properties
sheets. Hovering the cursor over most fields displays a tooltip balloon on the right side, providing an
explanation of the field.

17
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Click the Save or Cancel button to close the edit menu and return to the List View (page 14) or Data View
(page 16) of the selected node.

(@' Cashieard | Momsoring Knewledge base T
G Trea vl b | (G Swsation | b || Steckiaim | e || G EACET A0
G The word Exhit eleimoe fasic pingeries | Lhoscad Rartevivain RO Arress Tags
1 St

[ P LT ity s fvais, i birk addna i and dyslin kjss of
YumasT .
R GIEALET A

+ gl T G- Hami; - ETAH]
T3 -

G T Ak om0 e

g G-I T3 % [Faraw ] [Varaizws 700 3781 %]
W ETVAE

FgETmET Insscipliarn:
o L e BT [ar—

b A T

E il eee 5110
G AT

F a1z
o EWETVA 13

: Gaawarot e .

5';?;_:,“: it s i FRani oy

Foa e

F il G P ETT Inbew slamn mosssges; [ PRING g e
S ET M8 Il i alaiTh aclams: = Pt gy

t gl GEA-5T-M-18

g e aT - 10

b Rl A AT H Bave Cangel

T FLL ]

Moving Nodes
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Let's take a look at how the navigation tree can be reorganized by moving one branch of the navigation
tree to the next. We'll use the example of moving discovered devices out of a Discovery group.

Note: Network discovery (page 45) requires moving discovered devices out of any Discovery group to
start generating alert notifications.

[?" Dashbeard Menitering  Knowladge base

B M| b | Doarailt group | e | B8 Eedsad | e | Dl Digcoeany gnog |

-
Sl | R I~ . Devices | Monitors Map Toplist Audit lag
@Iﬂ[ﬁe‘am;rnu:
HpEkortard Raesh B tiew [50 %] < Previiets @ Bgarch [N Sl =] Hew filer
) CIIs LTy group (48]

= G10.10.8.255 Activaln || Deactivaln Copy | | Dsete || Edill Move | | wiew report

= @100

x Du J1010.105 n Hame Naderess Groun O typa —

+ PEI010.106 F O g & aaista_i4_1 [iscovers groun Generc Windows

+ P G-b ok RO kassa conn F G aaP 4 TS T Discovery groun. Generc Windows

+ R aRern-dew-4. kaseyacom ; e G

i U”1[I.1I].1Ei‘3 F & as 4 & aauP_E4_3 Discovery groun Genenc Windows

4 UH]IIIJIII.H:ED r @ STIELT: saTeya ko & sortylisbel kaseya.iocal [ owery groun Genenc Windows

. Uii":EM'BEII"'.lj r @ zervER-Gn GBS & BERWVER-GA-ZBS Crscovery groun Genenc Windows

1. Selectthe Discovery group node.

Note: Use any group of devices to practice this procedure if a Discovery group hode is not
available.

2. Select the devices you want to move from the list view.
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3. Click the Move button. The Move devices page displays.

[@ Dashboard Monitering Knowledge base

B | e | B Defaull group | e | BN Eirkland | e | G Digcoweny group | e

CTE - -
EPERDeraul group
EpEkirkland

) i Discoveny group (45) Saelected deices

""Juﬂ 10,8255

100101 Dendce Current group

JE101010.5 QA-¥F_G4_1 Discovery group
‘.;'\—11 0.1010.5 Ga-Vista_64_1 Discovary group
i Gitk-bol-np1 kaseyacom QANP_B4_3  Discovery group

i) Cakem-gev-4 kaseya.com

(3 ILRLATE:
Qa0 e

&) KEM-DE13

i) GIHESTEV Search: Kirkland [sma 2|
& GCralg2kas2 [ irkdard I
i:j-l JEMM S gniis ik 2008
I[] GiPing
[[] ECPU utilization =] | salect
i) Ciknm=02008-64-2 Saloctod grow

&) LA INTEL-8DP-FE-HE
i) @EVILDERYI003_2

L) GICRAIGKPPROS Save Cancel
&) GIKEW-DE-11

4. Enter text that matches the target node in the Search edit box. A drop-down list of possible nodes
displays.

5. Click the target node in the drop-down list.

Click the Select button. The target node now displays in the Selected group field.

7. Click Save. The nodes are now moved to their new location in the navigation tree.

o

Note: You can also click the Select button to browse for a target node.

Menu Bar

A menu bar is always available at the top of the Network Monitor browser window. Click any module
in the menu bar to access different collections of data, resources and options.

& Dashboard Monitorin Knowledge base

»= @ - The "K" menu defines global settings and values, independent of any one node in the
navigation tree.

= Dashboard - The Dashboard (page 20) displays a single page view of the status of all networks and
devices you are monitoring

= Knowledge base - The Knowledge base (page 22) provides user-defined articles on how to use
Network Monitor effectively. Articles can be linked to specific nodes in Monitoring navigation tree.
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Dashhoard

20

Network Monitor > Dashboard

The Network Monitor dashboard is a user configurable view, comprising one or more widgets. Each
widget displays a different type of real time information.

Wanitering  Knowiedge base

[«
Default dashboard

FlK system status
Ivbadion jmring
Currerd s Adman
Liprene: 1 Curys, 9 Hours, 54 Minuies
Cirsjrineils. Tealng o Aliare o Galewis malsgment o
Hrsd hus T O g 0 T Frsed ridemibry 1900 Froa dick T 1%
W Hahayi Helvwaord WEndtr 3 0 Sl BITE
SWLEB00E LR
Faibid I siad sec ord imanager - Tha Bandis o rvako
DL 8008 0EM
Fabed o star record rraanager - The Sarddle sr resic
LT 8006 1150
Failed |e sied secord manager - The dandle = rwala
DL DEM

il 1 Elael s ord Feanngar - Thi Bardla o rwakd

Ssnimer $1a8UE

Mebwsrk mag

Waps e b added =4th e wlard Siors mag adior apphcslior
VR AT TP & W il 0 e 30 DagE A e Heip mssy

Blarm summany

e sl

Imerennerned gatess

RS fead

Fefugh B ume i | Dedeul Sasbboars ¥

1 ettt § in alaim siode
0 getewayisl nod cgersioral

A number of useful widgets are included with Network Monitor. This includes:

= Status widgets

» Monitor status
Device status
Group status
Gateway status
User status
System status
Alarm summary

» NOC widget
= Map widgets

» Network map

» Network map, small
= Misc widgets

» Web page
Web page, small
Favourited items
Log entries
Toplists
Notepad

YV V V V V VY

YV V.V V VY

» RSS feed - This is a new type of widget provided with Network Monitor v5.0.
Click Settings to create or edit a dashboard. Click Add widget to add widgets to a dashboard.
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The K Menu

Network Monitor > @
The © module at the top of the page defines global settings and values, independent of any one node
in the navigation tree. Examples include:

» Users and user groups

= Report templates

= Device templates

= Maintenance schedules

= Notifications

Note: See the K Menu Reference for more information.

L4 Dashboard  Monitering FKnowledge base

Users & User groups Schedules System settings

LIgirs WEinlenance & event Hocations im0t gevices

Lisar sl Dewice maintenance

Mail, SMS & messaging From Aclive Diractory f LOWP
Wonitor maintenance [ Pr— From sead file

I Alips Uzerwark schedules Aclion lists SMMF ™

Seheduied evaris Cusiomized data types
Device templates

Craate a new user

Usar group list MIB browsar

List SNMP fraps

Create a new User group

Reports

RERTEaE Galeway cenver cettings Ligt Syslog messages
Current user setlings Custornized reparts Stalistical data
T Report templates Manaie windows serdces
Lul o = Systern adrinizirator conzole
L] . . .
u Licenge adminisiralion Record manager 109
Log saifings
'Q, Search
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Knowledge Base Articles

Network Monitor > Knowledge base

The Knowledge base enables you to create a shared set of "how to" articles that can be assigned to any
group, gateway, device or monitor. This provides you with instant access the to exact reference
material you need to troubleshoot and manage devices. Click any group, gateway or device node and
select the Knowledge (page 31) tab to see the list of Knowledge base articles assigned to that node.

(@ Dashboard Monitering | Knowledge base

Knmwledge base | » || Actwe Direclory configuratio

W vrowtadge base Gl Summary | Groups anlached | Devices attached || Audit
£F Active Directony configuraton )
& Daploying @ WySGL moritor Active Directory configuration
Frersquisies

& Tha device adaress mustbe 1he name orhe actihe dirsctony gamsin, far sxampls mydomain oo A

* The logon ascount mast be a domain user kadimin

& DCOMW WLIET b anabled for Aciive Directory manitaring Calegory

* The KNM gateway maching Tl is peeforming the 1ests on Acimwe Direciony WUET ksedf be & mambar of the Knowledge bass
moritored AL

* Tha device nama MUST b tha domain nams, MOT1ha narma of 3 deice Such &5 a Damaln Cortrolien, The AD Last update
device will instead enumarate all assigned DCs and monfor cerain aspects of Them from this kst 201021 170548

& ThaWindoss stcount assigned 16 Te device MUST b & dom ain Windows user Siatus

* The domain sWndoss wser account assigned i the device MUET have read acoess i &l AD devices thal s Published
moratorad

* The domain ¥Windoss wser account assigned §o the device MUET ba a mambsr of $e Sdminesiraton, Poses
Usar, Prirg Omarasos, or Samver LUSEr Qoun 1o sutcassaly 1est e Domain Convallars shares

* The domain ¥Windoss weer account assigned fo the device MUET have the BE_TCE_MAME [CAc 55 part of e Edit
oparatng SrElEme] prwlacs o sutcas sty e Kerharns authermcation Adtath arficin

* Tasting the Global Calalog KAY raquine Keeherns authendcation 1o succesd Frin] aticla

Delete

Linked arficles ]
L]}

Related Topics

= Knowledge tab (page 31)
= Knowledge Base Categories (page 23)

View tabs

= Summary - Displays the article.

= Groups attached tab - Lists the groups attached to the current article. Optionally attaches or
detaches the current article to groups and devices.

= Devices attached tab - Lists the devices attached to the current article. Optionally attaches or
detaches the current article to groups and devices.

= Audit tab - Shows the log of users who have updated the article.

Commands
= Edit - Edits the selected article.
= Attach article - Attaches the current article to groups and devices.
= Print article - Printed the current article.
= Delete - Deletes the current article.

Edit tabs

= Basic properties tab - Edits the title and body of an article. Use the following toolbar buttons to add
special formatting to the text:

= Source |4 [ BRR® S |84 &5 | &
B/uligElsEiEEs s et @O=0 o~ u
Style - | Format |Marmal - | Font - | Size =

The more advanced toolbar buttons are described below.
> [=] - Source - Enables you to edit the HTML tags controlling the format of the article.
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> £ - Preview the display of text and images.
> [ - Pastes content copied from a Word document.
> % - Find and replace.
» < - Remove formatting.
> & - Links and unlinks text to a URL, an anchor or an element ID. Links are only
supported within the same article.
v"Insert an named anchor at a location in the article text. Then add a link that jumps
the article to that named anchor when you click the link.
v Use the Source =l icon to display HTML tags and add an ID attribute to an element.
Then add a link that jumps the article to that element ID when you click the link.
> [ - Inserts a table at the cursor location. Table properties include number of rows and

columns, caption, border width, header, cell spacing, alignment.
» — -Insert a horizontal line as a percentage of the width, or set a fixed width in pixels.
» & - Insert an emoticon.
> & - Insert a symbol.
> "I -Inserta page break. Used when printing an article.
= Advanced tab

» Link categories / Linked categories - Explicitly links an article to one or more categories. A
category is a knowledge base folder containing other categories or knowledge base articles.
Clicking a category lists all the articles linked to that category. User rights to view or modify
an article are set by category.

> Add related articles / Related articles - Links an article to other related articles. Related articles
are listed in the right side panel when an article is being viewed.

See also:
= Knowledge Base Categories (page 23)
= Knowledge tab (page 31)

Knowledge Base Categories

A knowledge base category is a knowledge base folder containing other categories or knowledge base
articles. Clicking an category in the knowledge base tree lists all the articles in the middle panel that are
either descendants of that category or explicitly linked to that category. Articles are explicitly linked to
categories using the Advanced (page 22) edit tab when editing an article.

Related Topics

= Knowledge Base Articles (page 22)
= Knowledge tab (page 31)

Actions

= Delete - Deletes a selected article

= Edit - Edits one or more selected articles. If multiple articles are edited, only shared properties can
be edited.

= Move - Moves selected articles to a different position in the knowledge base tree. This does not
affect explicit links between articles and categories.

= Attach article - Assigns an article to selected groups and devices.
Commands
= Edit - Edits a selected article.
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= Add a subcategory - Adds a subcategory to the current category.
= Delete category - Deletes the current category.
= Create a new article - Creates a new article subordinate to the current category.

(G vmbosord_worieins RS
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& Configuring TFPT dirver Lo i - - -
i sete Diectory Configuralion 2 D= L L ! & B amiEnam 20 AT Fincledge baze
& et & @ M3y 201 103a7

Edit tabs

Basic properties tab

= Name - The name of the category.
= Description - A one line description of the category.

Access tab

User rights to view or modify an article are set by category and are optionally inherited from higher level
categories in the knowledge base tree.

[w Dashboanl  Monloniing | Kiowladge base

Hrowiedgs base | &

e o catogory [y
gt
Iy ol
- User groap &
i osiineg  MYSCL mandie S S SSrnss
B Coriguring Teinet on Velnodows: 2008 R2

A et e T TR Uzer grop Bohee parissions
I Coniguring TFPT sarver

& Actives Dirsctory Configurstion ] |-:;oneen: i j
basding |\--m kg ﬂ
Sawe Cancel

Access permissions are assigned by a combination of user group and category. A user group is a set of
one or more Network Monitor users that can log into Network Monitor. For each category, each user
group can be assigned one of five types of permissions:

= Inherit - Users inherit the permission from the parent category.

= No access - AccCess is not even visible in the navigation tree. See the one exception further
down.

= View only - The category is visible and its articles can be viewed. Users cannot modify the
category or create new articles.

* Content Administrator - Users can modify existing articles of the category, but not create or
delete articles.

* Content Creator - Users can both modify existing articles and create new articles.

For example, if you set the permission for a category and user group to View only, users in that group
can only display that category and view any data it generates. Since most categories inherit their user
group permissions from their parent node, setting permissions for a category also sets the same

permissions for sub-categories set to Inherit. If a user is a member of multiple user groups, for any

one category it is the group with the lowest ranking permission that sets the effective permission for
that user.
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Groups

Groups are "container" nodes used to group other nodes in the navigation tree.

Logical Business Units

Think of groups as representing logical business units. Say you're asked to monitor three gateways for
a single business. Create a group with three gateways. Rename the group to reflect the name of the
business. Rename the three gateways to reflect their business locations. When you Edit any group,
click the Advanced tab. You'll notice contact information can be entered for the business unit a group
represents. If a device requires on-site intervention, display the devices's closest parent in the
navigation tree for the contact information you need.

Groups and sub groups can also be defined below gateways. For example, you might have to deliver
specialized services to a set of devices within a single subnet. It easiest to distinguish these devices by
grouping them together. In this case you might rename the group by the department name or by the set

of services you are delivering.

(@" Dashboard

L MM |

Ld Default groug | »

17 Ll
(2 i0etauti group
i Local gatevway

EfpEDiscovery group (233
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Inheritance by Group

The power of groups goes far beyond organizing and labeling. When you edit a group you'll find it

dit group Basic properties | Aehanced | Autbentication | Access | Tags

Inheri map setings: R Fram: g

Comtact information

Coariparmy:
Comtact namae:
Email;

Pz
Celiphiong:
Fax:

Ailress 12
Address X

Additioral:

Save Cancael

includes many properties, such as alert settings, authentication, access and map locations. This allows
you to set properties for all the child devices of the group using inheritance. This can include
subgroups, gateways, devices, and monitors.

If you take the time to organize the devices you manage by groups and subgroups and use the

inheritance feature, it can greatly reduce the amount of time spent configuring devices individually.

The Root Node

It might be tempting to think of the root node—called KNM by default—as the "server" but it's not. It's just
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another group. Group properties set for the root note can be inherited by lower level nodes, just like any
other group. In this case, settings can be potentially inherited by every other node in the navigation
tree.

In This Section

Group Commands and Views 26
Adding / Editing Groups 32

Group Commands and Views

Commands

These same commands display when a group node is selected, regardless of the tab selected at the
top.

= Edit - Edits the properties (page 32) of a group.

= Add a subgroup - Creates a new group (page 32) as a child node.

= Deploy a new gateway - Creates a gateway (page 43) node. This option only displays if the group has

no parent gateways.

= Move to other group - Moves the currently selected group to another group.

= Delete group - Deletes the currently selected group.

= Add a new device - Adds a device (page 47) to a group.

= Add new scheduled event - Schedules a new event (page 28).

= Create areport - Creates a report (page 68).

Views

Groups and gateways share the same set of views.
= Devices tab (page 26) - This tab displays with groups and gateways.
= Monitors tab (page 27) - This tab displays with groups, gateways, and devices.
= Map tab (page 27) - This tab displays with groups and gateways.
= Toplist tab (page 30) - This tab displays with groups, gateways, and devices.
= Schedules tab (page 28) - This tab displays with groups and gateways.
= Actions tab (page 55) - This tab displays with groups, gateways, devices and monitors.
= Knowledge tab (page 31) - This tab displays with groups, gateways, and devices.
= Audit tab (page 31) - This tab displays with groups, gateways, devices and monitors.

Devices tab

This tab displays with groups and gateways.
The Devices tab isplays all devices on multiple levels that are members of this node.

Actions

These are the actions available at the top of the list view when one or more devices are selected.
= Activate - Activates selected devices—and all monitors assigned to those devices.
= Deactivate - Deactivates selected devices—and all monitors assigned to those devices.
= Copy - Copies selected devices—and all monitors assigned to those devices—to another group.
= Delete - Deletes selected devices—and all monitors assigned to those devices.
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= Edit - Edits a selected device. If multiple devices are selected, edits only those properties shared
by those devices.

= Move - Moves selected devices—and all monitors assigned to those devices—to another group.
= View report - Generates a report (page 68) for selected devices.

Table Columns

= Name - The name of the device.

Address - The network name or IP address.

= Group - The immediate parent node of the device.
= OS Type - The system type of the device.

Monitors tab

This tab displays with groups, gateways, and devices.
The Monitors tab displays all monitors on multiple levels that are members of this node.

Actions

These are the actions available at the top of the list view when one or more monitors are selected.
= Acknowledge alarm - Acknowledges alarms (page 68) on selected monitors.
= Activate - Activates selected monitors.
= Deactivate - Deactivates selected monitors.

= Edit - Edits a selected monitor. If multiple monitors are selected, edits only those properties shared
by those monitors.

= Copy - Copies selected monitors to selected devices.
= View report - Generates a report (page 68) for selected devices.

Table Columns

= Name - The name of the monitor. Click the name of a monitor to jump to that node.

= Device - The name of the monitor. Click the name of the device to jump to that node.
= Type - The type of monitor.

= Next test - The next time the test is scheduled to be run.

Map tab

This tab displays with groups and gateways.
The Maps tab displays a large map when a map-enabled node is selected.

= The large map scales automatically to encompass the locations of all map-enabled child nodes of
the currently selected node.

= Clicking a map location icon jumps to that node in the navigation tree. If an icon represents
multiple child nodes at the same location, a list of child nodes displays. Clicking a child node
jumps to that node in the navigation tree.

Smaller Map

A smaller map, in the lower right hand corner of the page, shows the location of the currently selected
node.

Inheritance

Groups, gateways and devices can be associated with a location on a map and a local time zone.
Lower level nodes can inherit their geographical locations from their parent nodes. For example,
setting the location of gateway or group for a single building can effectively set the location and local
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time zone for all the devices in the same building.

Configuration

Map settings are typically configured on the Advanced tab of a node. Network Monitor is integrated
with the Google Maps API. This means you can use either the name of a location or GPS coordinates
using decimal notation, such as -33.469048, -70.642007, to identify the location of any node.

m Hasic properins Ehrancesd Fusherdicaton M Arccoss Tags

Btap and location aenlings

Inksarl map sEttings: ™ From: g ain (2SS, 117725556
P setting: Jse goagle maps =

Ginoghe map desplay: ¥ Galewiy @ Groups [ Devicss
Gatgiraphic Incatini: Ean Clamants Calfomia

Infsers firmeronn: W Frorm: g oij (GWIT =12

Map and location settings
= Inherit map settings - If checked, map settings (page 27) are inherited from the parent node and the
other three map options remain hidden. Uncheck to specify your own map settings.
» Map setting - Use google maps. This is the only option available at this time.

» Google map display - Checking these options determines whether gateways, groups and
devices are shown on the map.

» Geographic location - Enter the name of a location or GPS coordinates using decimal notation,
such as -33.469048, -70.642007.

= Time zone - Monitors display their real time charts in the device's local time.

> Inherit time zone - If checked, inherits time zone settings from the parent node. Uncheck to
specify you own time zone settings.

Schedules tab

This tab displays with groups and gateways.

The Schedules tab schedules actions for a specific date and time—instead of waiting for a monitor to
trigger the action. Events can be scheduled to run once or repeatedly.

Note: Events are not inherited. Any group or gateway can schedule any event for any host. For security

reasons, you should use schedule events from one of the parent groups or gateway node of the device

you 're targeting. This ensures scheduled events for these devices can be viewed only by users who are
authorized to see them.
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Click the Schedules tab for any group or gateway. The tab shows any previously scheduled events.
Click the Add schedule event command. A list of event actions displays. Click one to edit the event.
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The configuration details depend on the type of event action you select. When specifying a host, enter
the DNS hostname or IP address. Scheduling an event from a parent group or gateway for the device
you're targeting is more likely to provide you with the appropriate credential, if one is required.
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Scheduling

All events provide the same scheduling options.

Run Once Events

= Date - Enter the date.
= Time - Enter the time.

Repeating Events

= Active between - Specifies the date range the event repeats. Specify the range using a
YYYY-MM-DD format. If these fields are left empty the event is always repeats.

= Day of week - By checking a day, the event repeats only on selected days of the week.
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= Hour(s) in day - The hour and minute each day you want the event to repeat. Format is
HH:MM, HH:MM, . ..

= Lastin month - If checked, the event repeats the last day of every month.

= Days in month - If checked, the event repeats on specific days of the month. Specify days
separated with a comma.

Toplist tab

This tab displays with groups, gateways, and devices.

The Toplist tab displays the values returned by multiple devices for the same type of monitor. These
values are continuously updated in real time. This enables you to compare the values and identify poor
performing monitors. Because multiple devices are required for a toplist, only groups and gateways
displays a Toplist tab. Toplists can also be included in reports.
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= Refresh - If checked, refreshes the page.
= Choose one of the following:
> Snapshot - A snapshot toplist displays the latest value for each monitor in the list.

> Stored list - Stored list toplists display the min, max and average of monitor values, for a
selected daily, weekly and monthly time periods.

= Load - Displays the selected toplist.
= Load for Compare - Compares two toplists.
1. Select a first toplist and click Load.
2. Select a second toplist of the same Type, then click Load to Compare.

The first toplist displays on the on left. The second toplist displays on the right. You can now see
how the monitored properties for a particular monitor changed between the two toplists.
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The following Sort options can only be used when comparing two toplists.
» Top movers - Entries that have moved the most up or down.
» Top climbers - Entries that moved up the most.
» Top fallers - Entries that have moved down the most.
= Type - The toplist data type and unit of measure.
» CPU utilization
Disk utilization
Free disk space
Bandwith utilization
Ping roundtrip time
Ping packetloss

Free memory

YV V V V V V V

Swap utilization

» Webpage fetch time

» Sampled min value
» Sampled max value

» Period average

» Lowest entries first
» Highest entries first
= Entries - Number of entries to display.

Knowledge tab

This tab displays with groups, gateways, and devices.
The Knowledge tab displays the list of knowledge base articles assigned to that node. Visibility of
articles on the Knowledge tab is determined by the permissions set on the Access (page 23) tab of the
categories linked to each article.
Actions
= Attach article - Assigns selected articles to selected groups and devices.
= Detach article - Unassigns selected articles from selected groups and devices.
Related Topics

= Knowledge Base Articles (page 22)
= Knowledge Base Categories (page 23)

Audit tab

This tab displays with groups, gateways, devices and monitors.

An Audit tab displays on every node of the navigation tree. Log entries describe every configuration
action performed by a Network Monitor user on the currently node.
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Note: Searches are case sensitive.
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Adding [ Editing Groups

(selected group or gateway) > Add a subgroup
(selected group) > Edit

The Edit group page configures the properties of a group node. Since groups are "container” nodes,
most of the properties can only be used when inherited by lower level nodes.

= Basic properties tab (page 32) - Groups, gateways, and devices display a Basic properties edit tab.
= Advanced tab (page 32) - Groups, gateways, devices, and monitors display an Advanced edit tab.
= Authentication tab (page 33) - This edit tab displays with groups, gateways, or devices.

= NOC tab (page 35) - This edit tab displays with groups, gateways, or devices.

= Access tab (page 36) - This edit tab displays with groups, gateways, or devices.

= Tag tab (page 37) - This edit tab displays with groups, gateways, or devices.

Basic properties edit tab - groups
Groups, gateways, and devices display a Basic properties edit tab.

Basic propetties

= Name - Enter a name for the group. Oftentimes a group corresponds to a logical business unit of a
customer.

= Description - A longer description of the group.

Alert and recovery settings

= Inherit notification group - Sets the notification group for this node. For groups, gateways and device
nodes you can override the default notification user group messages are sent to. Monitor nodes
use the notification group specified by their parent device node and cannot be overridden.

= Inherit alarm messages - Sets the Alarm Messages (page 63) format for this node.

= Inherit actions - If checked, inherited actions and inherited recovery actions are included on the
Actions tab (page 55) of this node.

Advanced edit tab - groups
Groups, gateways, devices, and monitors display an Advanced edit tab.

Map and location settings

= Inherit map settings - If checked, map settings (page 27) are inherited from the parent node and the
other three map options remain hidden. Uncheck to specify your own map settings.
» Map setting - Use google maps. This is the only option available at this time.
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» Google map display - Checking these options determines whether gateways, groups and
devices are shown on the map.

» Geographic location - Enter the name of a location or GPS coordinates using decimal notation,
such as -33.469048, -70.642007.

= Time zone - Monitors display their real time charts in the device's local time.

> Inherit time zone - If checked, inherits time zone settings from the parent node. Uncheck to
specify you own time zone settings.

Group dependency settings

Note: Dependency settings only display for group nodes below a gateway node on the navigation tree.

= Inherit dependency - This setting determines the currently selected node's dependency (page 51) on
one or more specified monitors. If checked, this node inherits it dependency from the parent node.
If blank, you can define a dependency based on a different set of monitors within the same
gateway branch of the navigation tree or leave no monitors specified to ensure this node has no
dependencies.

= Select dependency monitor / Selected monitors - Enter text to display the names of monitors in the
Select dependency monitor list that match the text entered. Select one or more monitors in the list,
then click the Add button to add the monitors to the Selected monitors list. You can also click the
Select button to browse for target monitors. To remove a monitor, select it and click the Remove
button.

Contact information

Enter contact information for the business unit a group represents. If a device requires on-site
intervention, display the devices's closest parent in the navigation tree for the contact information you
need.

= Company

= Contact name

= Email

= Phone

= Cellphone

= Fax

= Address 1

= Address 2

= Additional

Authentication edit tab

This edit tab displays with groups, gateways, or devices.

The Authentication edit tab stores credentials used by Network Monitor to authenticate access to
network devices.
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34

If you're familiar with earlier versions of Network Monitor, you'll recall that credentials were
maintained as a single long list. Keeping straight which credentials went with which device and monitor
was up to you, no matter how many customers you managed. With Network Monitor v5.0, credentials
are managed using inheritance. That means you can set credentials for a single gateway or group in
the navigation tree and all child devices and monitors will make use of them. Moreover you can be
certain these same credentials will never be confused with other credentials set for other branches in
the tree.
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For any one type of authentication, if Inherit credentials is checked, the credentials are inherited from a
higher level node. If the checkbox is uncheck, enter credentials for this type of authentication. These
credentials will be used by this node and all lower level nodes that inherit this type of authentication. If
the name of specified credentials does not display in parentheses next the name of the higher level
node, it means that credentials are not yet defined at the higher level node.

Types of authentication include:

=  Windows domain credentials - Specifies Windows local or domain credentials. Leave the Domain or
Computer field blank to specify localhost credentials. Applies to multiple monitors using Windows
authentication.

= SSH Telnet credentials - Specifies SSH and Telnet credentials.

= SNMP credentials - Specifies SNMP credentials. The required parameters depend on the version of
SNMP used to connect to the device:

> SNMP v1 or SNMP2c - Enter the Read community name and Write community name.
» SNMP v3 - If authentication is required

v/ SNMPv3 Context ID - Optional. A string matching one or several context IDs specified by
the SNMP agent on the device to limit the data returned.

v Auth method - The algorithm used for authentication: None, HCMA-MD5, or HCMA-SHAL.

v SNMPv3 username - The name of the SNMP manager used to access the SNMP agent
on the remote device.

v" SNMPv3 Passphrase - A sequence of words, similar to a password.
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v" SNMPv3 Encryption - The algorithm used to ensure privacy using data encryption: None,
DES Oor AES-128.
v" SNMPv3 Crypto key - The string used for data encryption.
= VMware credentials - Specifies VMware credentials.
= Additional credentials - You can add additional credentials for the following.
CIM account
Exchange account
FTP account
HTTP account
IMAP account
LDAP account
MySQL account
ODBC account
Oracle account
POP3 account
RADIUS account
SMTP account
SQL server account

NOC edit tab

This edit tab displays with groups, gateways, or devices.
The NOC edit tab assigns a group, gateway or device node to a NOC view.

Network Operation Center (NOC) widgets are compact, full-screen information views that display the
status of a collection of networks and devices. They are normally displayed on dedicated monitors and
are particularly useful in conjunction with the Auto login feature.

NOC views display group, gateway and device status hierarchically, in a matrix format. All groups,
gateways and devices are listed vertically, with the status for each monitor type horizontally. The
overall status is shown in the large colored rectangle at the left.
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Configuring a NOC view and widget
1. The ® menu > Users & user groups > User list > (E‘F to edit) > Dashboard access > NOC status
checkbox must be checked for each user requiring access.

2. Adefault Group NOC is already defined. To define additional NOC views use the ® > Monitoring >
NOC settings page.

3. Aselected group node or gateway node must be assigned to at least one NOC view using the Edit
> NOC tab. For example, check the Group NOC checkbox checked if that is the only checkbox
available.

4. Select Dashboard > Add widget > NOC widget.
5. Select the [ icon on the right side of the widget title bar to configure the following settings.
» Title - The title displayed with the NOC widget on the dashboard.
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» Select - Select the default Group NOC or any other NOC view that you have created to
display that NOC view.

6. Optionally use the Auto login feature to display a NOC view on a dedicated monitor.

Access edit tab

This edit tab displays with groups, gateways, or devices.

The Access tab controls access to different branches of the navigation tree. Click Edit for any node
down to the device level, then click the Access tab to see these settings. As with other aspects of
Network Monitor this feature can be inherited from parent node to child node. This means Network
Monitor business data security can be intuitively managed using the same navigation tree you use to
monitor devices.

Note: A user with the System admin checkbox checked has access to all nodes, devices and user interface
options, regardless of other access settings.

User Groups and Permissions

36

Access permissions are assigned by a combination of user group and node. A user group is a set of one
or more Network Monitor users that can log into Network Monitor. For each node, each user group
can be assigned one of five types of permissions:

= Inherit - Users inherit the permission from the parent node.

= None - Access is not even visible in the navigation tree. See the one exception further down.

= View - The node is visible and its content can be viewed. Users cannot modify the node or create

new content.
= Modify - Users can modify existing contents of the node, but not create or delete content.
= Create - Users can both modify existing content and create new content.

For example, if you set the permission for a node and user group to View, users in that group can only
display that node and view any data it generates. Since most nodes inherit their user group
permissions from their parent node, setting permissions for a node also sets the same permissions for
child devices setto Inherit. If a user is a member of multiple user groups, for any one node it is the
group with the lowest ranking permission that sets the effective permission for that user.
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Revert All Child Permissions

The Access tab includes a powerful option call Revert child permissions to inherit. This sets all the
descendants of the current node to inherit. This means you can be confident the permissions you set
will be obeyed all the way down the tree from the current node.
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Creating User Groups

User groups are not created using the navigation tree. Instead click the “ con in the upper left hand
corner. The ® menu defines global settings and values, independent of any one node in the
navigation tree. Select Create a new user group. Once created you can assign users to each user

group. For a new user group permissions are set to None for all nodes by default. Adjust the node
permissions for a new user group after creation.

Tags edit tab

This edit tab displays with groups, gateways, or devices.
The Tags edit tab creates and edits tags and assigns a node to one or more tags.

A new feature in Network Monitor v5.0 is the ability to classify nodes, users and other types of records
using one or more user-defined tags. The only type of node that cannot be classified using tags are
monitors.

For example, you could classify devices by the department they belong to. You could create a DEPT
tag with multiple values: sales, Accounting, Marketing, Development, Manufacturing,

Distribution. View lists can be subsequently filtered or reported on by their assigned tags. An
example is shown in the image below.
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For example, to create and assign tags to a node in the navigation tree, select a group, gateway, or
device. Then click Edit, then the Tags tab.
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There are two types of Scope for a tag. The scope determines what other types of nodes can use the
tag.
= Global - Any type of record can use the tag.

= Device, Group, or User - If a device node has been selected, only other devices can use the tag. If
a group or gateway has been selected, only other gateways or groups can use the tag. If a new
user has been selected, only other users can use the tag.

You must also specify the type of Data entry required for a tag, when a user assigns a tag to a node.

= None - No data is required. For example, you might simply assign a tag called InMaintenance
and leave it at that.

= Text - The user can enter any kind of string. For example, a tag called Note allows the user to
enter whatever they want.

= Choice - The user selects one of several fixed values. For example, a LicenseStatus tag could
be set to one of three fixed values: L.icensed, Unlicensed or TrialEvaluation.

= Date - The user selects a date. For example, a tag called RepairbDueDate could represent the
expected date of repair for a device.
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Gateways

Network Monitor supports the monitoring of servers, routers and other types of devices on multiple
networks. A gateway is installed on the server's local network and each remote network managed by
Network Monitor. Devices are monitored by the gateway sharing their same network. Each gateway,
local and remote, sends its monitoring results back to the Network Monitor server.
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Network Monitor Server

The Network Monitor server contains a database and management interface providing a
consolidated view of all data returned by all gateways. Remote gateway devices are managed exactly

the same as any local gateway. This makes Network Monitor very simple to configure and manage.
This process is completely transparent to the user.

Network Monitor Gateway

A gateway is a special version of the KNMsetup . exe installation that only acts on requests from the
server. Except for a small cache file, gateways do not store any configuration or statistical data locally.

All data is sent immediately to the server. The gateway can be installed on any available machine in the
remote network and does not require a dedicated server.

Server and Gateway Communication

The data between a gateway and the server is always sent from the gateway to the server. The idea
behind this solution is that more gateways than servers are deployed, so the administrator only has to
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open one port on the server firewall to allow communication.

If, for any reason, the gateway cannot connect to the server, the gateway starts buffering test results
and statistics while waiting for the server. This buffering time can be configured per gateway.

Security and data integrity is achieved by using the state of the art communication protocol SSH2. The
SSH2 protocol encrypts data with public key algorithms and protects connections from
man-in-the-middle attacks. This is the same way VPN software establish secure tunnels over the
internet.

Time Synchronization

Network Monitor automatically adjusts for time zone differences. The administrators must ensure the
clock on gateways are synchronized with the clock in the Network Monitor server. We recommend
that server and gateways be synchronized with a time synchronizing service such as NTP (Network
Time Protocol). Failure to synchronize time between server and gateway may lead to unpredictable results
in alarm generation and statistical storage.

Gateway nodes

Gateway nodes display as specialized nodes on the navigation tree. Gateway views, commands and
properties are similar to groups (page 32). Gateway nodes have additional, specialized properties and
commands (page 40) for managing a gateway installed on a network.

In This Section

Gateway Commands and Views 40
Adding a Gateway 41
Editing Gateways 43
Network Discovery 45

Gateway Commands and Views

Commands

These same commands display when a gateway node is selected, regardless of the view tab selected
at the top.

= Edit - Edits the properties (page 32) of a gateway.

= Add a subgroup - Creates a new group (page 32) as a child node.

= Move to other group - Moves the currently selected gateway to another group.

= Delete gateway - Deletes the currently selected gateway.

= Add a new device - Adds a device (page 47) to the gateway.

= Add new scheduled event - Schedules a new event (page 28).

= Create areport - Creates a report (page 68).

= Download configuration - Downloads the configuration file, gateway . nxd, required for an installed
gateway to connect to the server.

= Push configuration - Updates the gateway with gateway configuration changes. For example, use
this command after adding an IP number to the server address list.

Views

Groups and gateways share the same set of views.
= Devices tab (page 26) - This tab displays with groups and gateways.
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Monitors tab (page 27) - This tab displays with groups, gateways, and devices.

Map tab (page 27) - This tab displays with groups and gateways.

Toplist tab (page 30) - This tab displays with groups, gateways, and devices.
Schedules tab (page 28) - This tab displays with groups and gateways.

Actions tab (page 55) - This tab displays with groups, gateways, devices and monitors.
Knowledge tab (page 31) - This tab displays with groups, gateways, and devices.
Audit tab (page 31) - This tab displays with groups, gateways, devices and monitors.

Adding a Gateway

Adding a gateway involves the following main steps.

1.

Add and configure a gateway node on the navigation tree.

2. Export the gateway node's configuration to a data file.

ok w

Use knmsetup . exe to install a new gateway on the system hosting the gateway.
Copy the configuration file to a directory on the system hosting the installed gateway.
Restart the gateway service on the host of the gateway system.

Procedure

1.

8.
9.

Select a group that will serve as the parent group of the new gateway (page 39).

Note: The group must be above or equal in rank to other gateways that already exist on the tree.
You cannot create a gateway below another gateway on the same branch.

. Click the Deploy a new Gateway command.

» The Edit gateway > Basic properties tab displays.
Enter the Name and Description of the new gateway.
Enter Address and Port settings for the gateway.

> If, for evaluation purposes, a Network Monitor server and gateway are installed on the
same subnet, the Address and Port fields on this page should match the Server IP and Port
fields on the Gateway server settings page.

» If the server is installed behind a NAT firewall, specify the external IP and port of the NAT
firewall. The NAT firewall should then be configured to redirect to the internal IP and port
specified by the Server IP and Port fields of the Gateway server settings page.

Select the new gateway in the tree.

> A & icon displays next to the new gateway indicating the gateway is disconnected from the
server.

. Click the Download configuration command. Clicking this command creates two files in the

<KaseyalInstallDirectory>/knm/gateways/<GatewayName> directory of the server host
machine.

» gateway.nxd
» readme.txt

Install Network Monitor on the gateway host machine using the same knmsetup.exe used to
install the server.

During the install, click the Options button and ensure the Gateway option is selected.
Complete the install. No user interface displays after a gateway is installed.

10.Stop the Kaseya Network Monitor service on the gateway host machine.
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11.Copy the gateway.nxd file from the server host machine into the
<KaseyalnstallDirectory>/knm directory of the gateway host machine.

12.Start the Kaseya Network Monitor service on the gateway host machine.
13.Check the status of the new gateway in the Network Monitor user interface.
» The new gateway should now display a k4 icon, indicating it is connected to the server.
» If the new gateway fails to connect, see Troubleshooting gateway connections (page 42).

Note: To monitor the gateway add a device hode below the gateway node that specifies an address of
localhost or 127.0.0.1.

Troubleshooting gateway connections

Troubleshooting gateway connection problems

= Review the gateway configuration. Ensure the correct IP and port number has been entered.

= Ensure all the gateway configuration files in the KNM\ Gateway directory have been copied to the
KNM folder of the host gateway machine.

= If you have reinstalled the server on a new machine, the gateway configuration must be updated
to update the public key file. After the gateway configuration is saved, move the gateway
configuration files to the \Gateway root directory and restart the gateway.

= If you changed the gateway configuration (IP humber and port number) move the updated
configuration files to the gateway and restart the gateway.

= The server shuts down any gateway that does not match the server version number. Gateways
can be updated directly from the Network Monitor management interface by choosing the Update
gateway command on a selected gateway.

= The gateway name is part of the server login session, if you change the gateway name you have
to move the gateway configuration files to the gateway for it to be able to reconnect.

Logging debug information

To enable debug logging on the gateway, open the init.cfg file on the gateway and enter the
following line: LOG LEVEL=2. A debug file called debuglog. txt is written to the \ 1ogs directory.

Running the gateway in debug mode

= Local gateway - To run the local gateway in debug mode you first need to stop the Kaseya Local
Gateway (nmservicelg.exe) service on the system hosting the local gateway. When the
service has been stopped start cmd.exe and navigate to the
<KaseyalInstallDirectory>\knm\local gateway directory. Start the gateway by
entering the following line:
nmservicelg.exe -d

= Remote gateway - To run a remote gateway in debug mode you first need to stop the Kaseya
Network Monitor (nmservice.exe) service on the system hosting the remote gateway. When
the service has been stopped start cmd . exe and navigate to the <KNMInstall> directory. Start
the gateway by entering the following line:
nmservice.exe -d
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Editing Gateways

Network Monitor > (selected gateway) > Edit

The Edit gateway page configures the properties of a gateway node. Gateways nodes share many of the
same properties as groups (page 32). Gateway nodes have additional, specialized properties and
commands (page 40) for managing a gateway installed on a network.

= Basic properties tab (page 43) - Groups, gateways, and devices display a Basic properties edit tab.
= Advanced tab (page 43) - Groups, gateways, devices, and monitors display an Advanced edit tab.
= Authentication tab (page 33) - This edit tab displays with groups, gateways, or devices.

= NOC tab (page 35) - This edit tab displays with groups, gateways, or devices.

= Access tab (page 36) - This edit tab displays with groups, gateways, or devices.

= Tag tab (page 37) - This edit tab displays with groups, gateways, or devices.

Basic properties edit tab - gateways
Groups, gateways, and devices display a Basic properties edit tab.

Basic propetties

= Name - Enter a name for the gateway.
= Description - A longer description of the gateway.

Alert and recovery settings

= Inherit notification group - Sets the notification group for this node. For groups, gateways and device
nodes you can override the default notification user group messages are sent to. Monitor nodes
use the notification group specified by their parent device node and cannot be overridden.

= Inherit alarm messages - Sets the Alarm Messages (page 63) format for this node.

= Inherit actions - If checked, inherited actions and inherited recovery actions are included on the
Actions tab (page 55) of this node.

Advanced edit tab - gateways

Groups, gateways, devices, and monitors display an Advanced edit tab.

Map and location settings
= Inherit map settings - If checked, map settings (page 27) are inherited from the parent node and the
other three map options remain hidden. Uncheck to specify your own map settings.
» Map setting - Use google maps. This is the only option available at this time.
» Google map display - Checking these options determines whether gateways, groups and
devices are shown on the map.
» Geographic location - Enter the name of a location or GPS coordinates using decimal notation,
such as -33.469048, -70.642007.
= Time zone - Monitors display their real time charts in the device's local time.
= Inherit time zone - If checked, inherits time zone settings from the parent node. Uncheck to specify

you own time zone settings.
Group dependency settings

= Inherit dependency - This setting determines the currently selected node's dependency (page 51) on
one or more specified monitors. If checked, this node inherits it dependency from the parent node.
If blank, you can define a dependency based on a different set of monitors within the same

43



Gateways

gateway branch of the navigation tree or leave no monitors specified to ensure this node has no
dependencies.

= Select dependency monitor / Selected monitors - Enter text to display the names of monitors in the
Select dependency monitor list that match the text entered. Select one or more monitors in the list,
then click the Add button to add the monitors to the Selected monitors list. You can also click the
Select button to browse for target monitors. To remove a monitor, select it and click the Remove
button.

Network discovery
Network discovery can only be run manually from the Advanced tab of a gateway node. See Network
Discovery (page 45).
1. Click the Enable checkbox for the Network Discovery section of this tab.
2. Specify up to three subnets. A tooltip displays accepted formats:
» Using CIDR notation - 192.168.1.0/24
» ByRange-192.168.1.0-255
» Single IP Address - 192.168.42.0
3. Click the Start now checkbox.

4. You must move discovered devices out of the Discovery group (page 18) to start generating
alert notifications.

Receive Syslog messages

= Syslog server - If checked, enables Syslog messages intercepted on the gateway's network to be
forwarded to the server. Ensure the @ > Other > Other system settings > Syslog checkbox is also
checked. The Syslog monitor requires these two checkboxes be enabled. Once checked,
intercepted syslog messages display on the ® > Tools > List syslog messages page.

= Port - Defaults to 514.

Receive SNMP traps

= SNMP trap - If checked, enables SNMP trap messages received from the gateway's network to be
forwarded to the server. The SNMP trap monitor requires this checkbox be enabled. Once
checked, received syslog messages display on the © > Tools > List syslog messages page. You
can create SNMP trap monitors directly from the List syslog message pages, based on selected
messages.

= [P - The host name or IP number of the receiver of the traps.

= Port - Port number that the trap receiver listens to.

= Community filter - SNMP trap community string.

= Agent IP range filter - Filters the forwarding of SNMP trap messages by IP address.

Misc settings
= Sync MIBs - If checked, Network Monitor automatically updates this gateway with MIB files added
to the server.

= Notification group - Group that is notified by email if the gateway does not connect in a timely
fashion.

= Disable auto update - If checked, disables auto update. If blank, this gateway is automatically
updated with the latest version of Network Monitor when the server is updated.
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Network Discovery

Network discovery is run manually from the Advanced (page 43) edit tab of a gateway node.

Immediately after a new install, you'll notice a Discovery group created for the Local gateway.
The Discovery group contains all the devices discovered on your own local network.

If you create a new gateway (page 41), a similar discovery group is created just below that
gateway.

After the initial run, network discovery runs daily at 2:00 AM, gateway time, by default.

One Gateway Per Local Area Network

The gateway performing the discovery needs to be physically or logically (VLAN) connected to the network that you specify.
Having router access only is not enough. Network discovery uses ARP requests to look up the MAC
address of IP addresses, and ARP requests never travel beyond the same local area network (router).
There is no way for the the gateway to see the MAC address of devices beyond the local area network.
So to get the best possible coverage from network discovery at least one gateway must be placed in each
local area network.

Monitoring and Alerts

You can assign monitors to devices in the Discovery group and even see the data reported back by
the monitor. But you cannot generate an alert for a device while it is inside the Discovery group.

Licensing

No monitoring licenses are consumed by a device inside the Discovery group. When you move a
discovered device out of the Discovery group, a license is consumed.
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Running Network Discovery Manually

Network discovery can only be run manually from the Advanced tab (page 43) of a gateway node.

1.

A

Select a gateway node in the navigation tree.

Click Edit in the right hand pane.

Click the Advanced tab.

Click the Enable checkbox for the Network Discovery section of this tab.
Specify up to three subnets. A tooltip displays accepted formats:
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» Using CIDR notation - 192.168.1.0/24
» ByRange-192.168.1.0-255
» Single IP Address - 192.168.42.0

6. Click the Start now checkbox.

7. You must move discovered devices out of the Discovery group (page 18) to start generating
alert notifications.
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Devices

Network Monitor monitors devices. A device represents a computer or any other type of network
device that can be accessed by an IP number or host name. Each device managed by Network
Monitor displays as a separate node in the navigation tree. The parent node of a device is either a
gateway or a group. A selected device node provides a list view of all the monitors assigned to that

device.
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Device Commands and Views

Commands

These same commands display when a device node is selected, regardless of the view tab selected at

the top.

= Edit - Edits the properties (page 49) of the device.

= Add new monitor - Adds a new monitor (page 59) to the device.

= Deactivate device - Deactivates the device.

= Inspect now - Inspects a device to determine the appropriate pre-configured monitors for the
device. This is the same inspection performed on devices during Network Discovery (page 45).
You may want to run Inspect Now if the credentials or configuration of the device have changed.
After running Inspect Now, click Add New Monitor to see the list of pre-configured monitors.

= Move device - Moves the device to a different group or gateway.

= Delete device - Deletes the device.

= Apply template - Applies a device template (page 52).
= Save as template - Saves the set of monitors as a device template (page 52).
= Create areport - Views, emails or publishes a report (page 69).
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Views

Open MIB browser - Displays the list of OIDs supported by a device that can be monitored using
SNMP. A device must be SNMP enabled to display OIDs.

Monitor tab (page 48) - This tab displays with groups, gateways, and devices.
Actions tab (page 55) - This tab displays with groups, gateways, devices and monitors.
Knowledge tab (page 31) - This tab displays with groups, gateways, and devices.
Toplist tab (page 30) - This tab displays with groups, gateways, and devices.

Audit tab (page 31) - This tab displays with groups, gateways, devices and monitors.
State change log tab (page 48) - This tab displays with devices and monitors.

Monitor tab

This tab displays with groups, gateways, and devices.

Actions

These are the actions available at the top of the list view when one or more monitors are selected.

Activate - Activates selected monitors.

Deactivate - Deactivates selected monitors.

Acknowledge alarm - Acknowledges alarms (page 68) on selected monitors.
Copy - Creates selected monitors to selected devices.

Delete - Deletes selected monitors.

Edit - Edits a selected monitor. If multiple monitors are selected, edits shared standard monitor
properties (page 62) of these monitors.

View report - Generates a report for selected devices.

Table Columns

Name - The name of the monitor.
Type - The type of monitor.
Alarms - The alarm count (page 53). - This column is only displayed on device nodes.

Status - The latest result returned from the monitor. This column is only displayed on device
nodes.

Next test - The next time the test is scheduled to be run.

State change log tab

This tab displays with devices and monitors.

The State change log tab displays whenever a device node or monitor node is selected. This tab lists the
status changes for each monitor assigned to a device.
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Note: Searches are case sensitive.
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Adding / Editing Devices

<selected group or gateway> > Add a new device > Empty device
<selected device> > Edit
The New device page and Edit device page display almost the same properties. The New device page

gives you an additional option of deploying monitors automatically, based on a initial inspection of the
device.

Basic properties tab (page 49) - Groups, gateways, and devices display a Basic properties edit tab.
Advanced tab (page 50) - Groups, gateways, devices, and monitors display an Advanced edit tab.
Authentication tab (page 33) - This edit tab displays with groups, gateways, or devices.

NOC tab (page 35) - This edit tab displays with groups, gateways, or devices.

Access tab (page 36) - This edit tab displays with groups, gateways, or devices.

Tag tab (page 37) - This edit tab displays with groups, gateways, or devices.

Basic properties edit tab - devices

Groups, gateways, and devices display a Basic properties edit tab.

Basic propetties

Name - Enter a name for the device. This should be a descriptive name used to identify the device
in lists and notifications sent to users.

Address - Enter the network address of the device. This can be a host name or an IPv4 number.

Operating system - Select the device's system type. The operating system determines the type of

monitors that can be added to this device. If you do not know what system type the device is or the
system type is unavailable, select the Other/Unidentified option. For Windows performance
monitors to work properly, it is essential that the system type be specified correctly.

Device type - Classifies the type of hardware device. For reference purposes only.
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= Description - The description field can be used to describe the device in greater detail. For
example, the type of hardware or physical location.

= Free text - The free text field can be used to include other information about the device and can
also be included in alarm notifications.

Initial monitor deployment

This option only displays on the New device page.
= Monitor deployment
» None, add empty device - Adds the device without adding any monitors.

» Automatic, add monitors after inspection - Adds an appropriate set of monitors
for this device after an initial inspection of the device.

Alert and recovery settings

= Inherit notification group - Sets the notification group for this node. For groups, gateways and device
nodes you can override the default notification user group messages are sent to. Monitor nodes
use the notification group specified by their parent device node and cannot be overridden.

= Inherit alarm messages - Sets the Alarm Messages (page 63) format for this node.

= Inherit actions - If checked, inherited actions and inherited recovery actions are included on the
Actions tab (page 55) of this node.

Advanced edit tab - devices
Groups, gateways, devices, and monitor display an Advanced edit tab.

Advanced
= Active - If checked the device is considered active. Active devices test their monitors. This option
is checked by default.

= SSH2 connect. sharing - If checked, enables persistent SSH2 connections for this device. Normally
only one connection is opened and then shared among all monitors using SSH2 with this device.
Disabling the SSH2 connection sharing results in more logons on the SSH server, but can be
useful if you experience any problems with your connections.

= Enable inspection - Enables automated inspection on this device. Normally Network Monitor
performs a device inventory of all devices regularly, to discover hardware and attached devices.

= Use WMI - If a device is a Windows system type, the following monitor types use WMI when the
device flag Use WMI is checked. If you experience issues with these monitor types, try unchecking
this checkbox.

» WMI Query monitor - Always uses WMI.
Active directory monitor - Always uses WMI.
Bandwidth utilization monitor

CPU utilization monitor

Disk utilization monitor

Event log monitor

Memory utilization monitor

Swap file utilization monitor

VV V VYV VYV

Note: See Windows Management Instrumentation (WMTI) for more information.

Map and location settings

= Inherit map settings - If checked, map settings (page 27) are inherited from the parent node and the
other three map options remain hidden. Uncheck to specify your own map settings.

50



Devices

Y

Map setting - Use google maps. This is the only option available at this time.

» Google map display - Checking these options determines whether gateways, groups and
devices are shown on the map.

» Geographic location - Enter the name of a location or GPS coordinates using decimal notation,
such as -33.469048, -70.642007.

= Time zone - Monitors display their real time charts in the device's local time.

= Inherit time zone - If checked, inherits time zone settings from the parent node. Uncheck to specify
you own time zone settings.

Device dependency settings

= Inherit dependency - This setting determines the currently selected node's dependency (page 51) on
one or more specified monitors. If checked, this node inherits it dependency from the parent node.
If blank, you can define a dependency based on a different set of monitors within the same
gateway branch of the navigation tree or leave no monitors specified to ensure this node has no
dependencies.

= Select dependency monitor / Selected monitors - Enter text to display the names of monitors in the
Select dependency monitor list that match the text entered. Select one or more monitors in the list,
then click the Add button to add the monitors to the Selected monitors list. You can also click the
Select button to browse for target monitors. To remove a monitor, select it and click the Remove
button.

Simple maintenance

These settings provide a quick method of specifying a maintenance period for a single device.

Note: Use @ > Schedules > Device maintenance to specify maintenance schedules for mu/tiple devices.

= Start time / (end time) - The range of time during the day when this device down for maintenance.
= Day of week - The days of the week this device is down for maintenance.

= Maintenance mode - Stop test during maintenance. This is the only device available during a
maintenance period.

Dependency Testing

Dependencies are configured using the Advanced (page 50) edit tab of a devices node.

If you're familiar with earlier versions of Network Monitor you might recall that the alert status of one
monitor could be made dependent on the alert status of another monitor assigned to the same device.
With Network Monitor v5.0 this dependency feature has been expanded to include any part of the
local gateway branch.

Imagine monitoring a router for a single network. If the router goes down the monitor you've set up to
test that router will correctly change, first to a Failed state, then to an Alarm state. Unfortunately all the
other devices on that same network depend on that same router. When the router fails to connect,
those dependent devices can't help but fail to connect as well. An entire branch of the navigation tree
reports monitoring failures even though the problem is really a single device. Those dependent devices
are just a distraction at this point. Using dependency relationships you can prevent Network Monitor
from triggering a cascade of unnecessary Alarm states when the Alarm state for a single critical
monitor will serve the same purpose.
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Click Edit for any node, then click the Advanced tab. Use Device dependency settings to select the monitor
this node should be dependent on. All descendants of this node set to inherit will be dependent on the
same monitor you select.
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Device Templates
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Device templates are configured using @ > Monitoring > Device templates

Configuring one monitor at a time for thousands of devices isn't practical. Instead configure a set of
monitors using a device template, then assign the device template to the appropriate device. You
should have a device template for each type of device you manage.

Devices remain linked to the device template after the monitors are assigned. Changes to a device
template are not automatically propagated to linked devices. You have to re-apply the changed
template to each device again. When re-applying a changed template to devices, you have the option
of over-riding device-specific settings on selected devices, or leaving device-specific settings
unchanged.

Note: There is an ever-growing set of built-in "system" device templates available. This includes several
OS-specific devices templates that are applied when you run Network Discovery (page 45) or inspect
(page 47) a device.
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Applying Device Templates to Devices

Once you have configured a device template, you only have to select a device and click the Apply
template option. Then select the device template. All the monitors in the device template will be
assigned to the selected device and begin returning data.

Commmianads

Monitors

A monitor tests a specific function in a device. Most monitors are capable of collecting various statistical
data for reporting purposes. When a monitor test fails consecutively a specified humber of times, the
monitor enters an Alarm state and executes a set of actions.

The alert status of each monitor—along with all other active monitors—is reported all the way up the
navigation tree. If you are managing hundreds or thousands of monitors, this feature can quickly help
you identify the individual monitor that is failing.

Alarm Status Progression

OK Status

During normal operation, when a monitor is in the OK state, a green status k4 icon displays next to the
monitor in the navigation tree. Here is what the navigation tree looks like when all monitors are in the
OK state.
5 CaThe world
(5 L Sweden
g avs
P CaMorway
&g Tromse
Eyaosio
&) EAIMNO-03-1-0
[] CaPing agent
[] EUser logan errar
[] CaTotal disk usage
[]] A Total CPU utilization

Failed Status
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When a monitor fails its test, it changes to a Failed state, and an orange status -/ icon displays next to
the monitor in the navigation tree. The Failed status has precedence over the OK state. In this case the
I icon is reported all the way up the navigation tree.
5 The world
) L Sweden
g avs
5 Morway
&g Tromse
Ey0slo
E.:j. (M-S0
{] EFing agent
{] iUser logon error
[] aTotal disk usage
[]] EaTotal CPU utilization

Alarm Status

When a monitor keeps failing tests, it eventually changes to an Alarm state, and a red status & icon
displays next to the monitor in the navigation tree. The number of failed tests required to change a
monitor to the Alarm state—known as the alarm count—is set to five for most monitors. This is the
default and can be changed. Since the Alarm state has precedence over the Failed state and OK state,
the B icon is reported all the way up the navigation tree.

5 @ The world
) C5weden
Ggous
ES @M orway
& aTramsa
@ Oslo
&7 @NO-05- Wi
[] EaPing agent
{] /User lagon errar
[[] @Total disk usage
[7] aTotal CPU utilization

Disconnected Status

A special & icon displays whenever a gateway is disconnected from the server. In this case the
gateway and all lower level nodes are unable to report their data back to the server. Check the Server
gateway settings page on the ® menu to ensure the gateway and server can communicate.

E_'ﬁ]',l|_|KNI'I.I1
5 A Default group
@ Local gateway

In This Section

Monitor Commands and Views 55
Adding / Editing Monitors 59
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Alarm Messages 63
Format Variables 65
Acknowledging Alarms 68

Monitor Commands and Views

Commands

These same commands display when a device node is selected, regardless of the view tab selected at
the top.

= Edit - Edits the properties (page 49) of the device.

= Deactivate - Deactivates the monitor.

= Copy - Copies the monitor to selected devices.

= Inspect now - Tests all monitors assigned to the device immediately.

= Delete - Deletes the monitor.

= Create areport - Views, emails or publishes a report (page 69).

= Test now - Tests the monitor immediately.

Views

= Summary tab (page 48) - This tab displays with monitors.

= Actions tab (page 55) - This tab displays with groups, gateways, devices and monitors.
= Audit tab (page 31) - This tab displays with groups, gateways, devices and monitors.

= State change log tab (page 48) - This tab displays with devices and monitors.

= Simulate alarm tab (page 59) - This tab displays with monitors.

Summary tab

This tab displays with monitors.

The Summary tab of a active monitor displays the latest data returned. There are usually three sections
to this view.

= Monitor status - Displays the latest value and the threshold to trigger a Failed state.

= Live data - A chart of the latest test values returned by the monitor. The time period the chart is set
when you configure the monitor.

= Monitor Log - A log of every test value returned by the monitor.

Actions tab

This tab displays with groups, gateways, devices and monitors.

The Actions tab displays a set of actions. Actions are defined directly or by inheritance. Each action is
executed in response to a specific alarm count. It is possible—and common— to define several actions
for the same alarm count.
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Note: Notice we're saying alarm count and not Alarm state. You can execute a series of actions using any
alarm count you want. It doesn't have to match the count for the Alarm state.
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G101 08355 B misem et Dt gtion ¥ Bomvar Artian List
gGminin r:  Fastar service N=admin on 10.10.10.73 Descrynan
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Higl@nining ras @ Send amailh wser group
# jyi§o10108 Commands

H g G-tk pl kssevacam s achian
! iyl e e & kaseya com Dideta
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+ glE@n1 01 D
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Recovery Actions

An administrator may have to intervene to correct a device in an Alarm state, or the device may enter
an Alarm state temporarily and recover on its own. Either way, when a monitor recovers, Network
Monitor can optionally execute a set pf recovery actions. Recovery actions are executed when a monitor
changes back to an OK state. When the monitor recovers, all recovery actions displayed on the monitor's
Actions tab are executed, regardless of the alarm number.

Adding Actions to the Actions tab

1. Click the Add actions button at the top of the Actions tab.
2. Select an action from the Add new action tree in the middle panel.
3. Select the Add action command in the right side panel.
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4. Edit Action properties for the specific action selected. Here is the list of actions you can select.

| Selectaction

A ners achion
Mezmaging
et zand
Send message via Fagetale
Sand email
Sand SM35
Mistwinrk
Exiule commanid \ia SSHLTeInst
HTTF GETIFOET maues!
SHMF Set
Sand Wake-On-LAM packst
AR speCinic
Chear averdon
Exmi:ule Windows command
Windows serice tonl
Others
List nesel
Scrpd
Ewacite LU scipt
Lug serpls
apst hestatue_ ua
bt kupenes _lua
backupexe;_11d_lua
chackatificabesspirme_lus
cstgipsargona hunnelbandsidth_ lus
ezt prachurne Dandwidn_lua
liahealth_lua
prirdemutofpser_lus
whsm_geel_hp_tan_slalus_Ius
wham_see_hp_osu_stshes_ i
whism_gexl_hp_raidamay_stadte_a
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Managing Hierarchies of Actions and Recovery Actions

All nodes have an Actions tab. The Actions tab displays all actions and recovery actions that apply to the
currently selected node. The Inherited from column identifies actions inherited from all higher level
nodes. You can add additional actions and recovery actions to the currently selected node. All actions

and recovery actions on this tab apply to any child nodes that are configured to inherit actions and
recovery actions.

B Sumenary | Actions Husdin State change log | SEnulaie slarm
Avid action | | Delebe
B Almmnember Actinn Inhasited from
rt i SHWF Set 1 38141 BETE 281 2 3 on Devie
1
1
|
A Pl Oy S
B Action Inavtzrid el fraaim

Disabling Inheritance of Actions and Recovery Actions

You can disable the inheritance of actions and recovery actions for the currently selected node.
Disabling inherited actions and recovery actions applies to any child nodes that are configured to
inherit actions and recovery actions. In edit mode—on either the Basic properties or Advanced tabs— an
Alert and recovery settings section displays. Uncheck Inherit actions to remove all inherited actions and
recovery actions from the currently selected node. After saving this change, re-display the Actions tab
for the currently selected node. You'll notice inherited actions and inherited recovery actions no longer

display.
ik s & Frosc
messages
Inhesit sctinnes PP

Managing Customer-Specific Actions and Recovery Actions

You might find it easiest to manage customize sets if actions and recovery actions at the "customer"
level of the navigation tree. For example, you could create customer-specific alarm messages and
alarm actions using the group node representing a single customer. From then on these
customer-specific settings could be inherited by every monitor below that customer group in the

navigation tree.
Actions on Gateways

Actions work slightly different for monitors assigned to a gateway. The following actions are always
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executed on the server:
" Send email
" Send SMS
®* Paging via Pagegate
All other actions are executed on the gateway.

Simulate alarm tab

This tab displays with monitors.

The Simulate alarm tab generates a report that describes what happens when a particular monitor enters
the Alarm state. To better understand how alarm escalation works in Network Monitor, the report

contains verbose information about the progress of the escalation. Time specified in the report is
relative to the first alarm generated.

Below is a sample report produced by the Simulate alarm function for a Free disk space monitor with
default actions assigned.

B Summary Actions At Stain changn lng Simulata alarm
Monited SOL Semer
Monitar tygss SAL Servar
2 T dav-gewinin
Tesi procesure Tasts avery G0 seconds. Alarm generaled after § consecutive failed fesis. In alarm stabe the monitorwll fest eveny B00 secand
Alarm rumbser 1 {Exoscuted 5 minibes after first failed test)
A iom Dyjee Send ermall by wsei groug
Saibjact KM - Al - dev-anewini - SOL Samver
Timse 701 20 3021 1370016
Device: deawwindd (1010 326
Wonitor SGL Senar
Elatus: Alarm
Operalinna
Enthy S[sysem. charts]

Distribuon list
kadmin (norepkEkas e com)

Exira recipents
Enil of report

Note: The Simulate alarm feature does not work correctly if the system administrator has disabled all
actions.

Adding [ Editing Monitors

<selected device > > Add a new monitor > <select monitor>

<selected monitor> > Edit

The Edit monitor tab sets the monitoring attributes for monitors assigned to devices.
= Basic tab (page 62) - This edit tab displays with monitors.

= Advanced tab (page 62) - Groups, gateways, devices, and monitors display an Advanced edit tab.
= Alarm filtering tab (page 63) - This edit tab displays with monitors.
= Statistics tab (page 63) - This edit tab displays with monitors.
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Adding a Monitor - An Example

To begin monitoring, select any device node in the navigation tree, then select the Add new monitor
command. The following list of monitor types—more than 40 and growing—displays. See Monitor
Reference to identify which operating systems support which monitors.

Select monilor bpe
Freconfigured
‘Wieh and Emal
SHMP

Peformarice
i, Bandwidth ulilzation
i) ClW manitar
& CPU ulikzalion
g Disk uilization
i Memony ulilzston
£} Swap fie uilizabion
.'_'l Windows perormance
.'_;I WMl Dueny

Processes

Databases

Directory services

Log

Eonpd

Hebwark sendces

COthers

Let's take a look at the properties you can set if you select the Performance > Memory
utilization monitor.

Note: The following standard monitor settings display on most monitors. See the Monitor Reference for
monitor-specific settings.

Iﬁ ii 0 -I'-"I' Basle | Advanced Alarem flltering Statistics

MisiEmurn fee main mem ang in
the specified urat

Dendce: 08-7_33_1 {Ganei Windows)
Tupe: Mamory uliizalion
T Memiary ufikzation
| Tast imenml: ) I
| Hae memon: ) I
1nit; H_I:I -
Process report: r

Windkmws domam credentials

Inheril credentisls: W Fram qp, p 92 g Sdminigialon)

Save Cancal

= The Test interval value in the Basic Properties section shows how much time must elapse between
tests before the first alarm is generated.
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= The Threshold setting section specifies the minimum Free memory required by this monitor, as
described by the tooltip.

i_ri-l-iIiil.l-ll-l“i-i- Basic Advanced | Alarm filtering Statistics

Rlarm genaration: ]
Alarta st intensat B00
At =

Statistics and char seitings

Shore siatislics: [w

Wt ns o 24 haoirs ﬂ

G iy Channeds: Group 4 channels j
Chart leyoed: Tj

Start timie:
Dy of winek ™ Mon [ Tuse [~ Wed [~ Thu [~ Fri[~ S22 Sun
Psrflenance mode: Stop lests during marteniance j

Alrt and recoweny setngs

Infeer® alarnm messages: F Fram: ga v 37 4
Insksier® alarin acdions: ¥ From: ga 7 33 4

Save Cancel

= The Alarm generation value specifies the minimum number of consecutive "tests" that must fail to
generate an alarm.

= The Alarm test interval value shows how much time must elapse between tests after the first alarm
is generated. This interval is usually much longer then the Test interval, to give you time to respond
to the original alarm.

= After the first alarm count, each additional, consecutive test that fails will increase the alarm count
by one.

= As described in Monitor Status Progression (page 53):

» The first time a monitor fails a test it begins displaying a warning =/ icon next to the monitor
in the navigation tree.

» When the number of failed tests—the alarm count—matches the number in the Alarm
generation field, the monitor enters an Alarm state. An alarm B icon starts displaying next to
the monitor in the navigation tree.

» The monitor will remain in its alarm state until any one of the following occurs:
v' The test no longer fails, at least once, in a continuing series of consecutive tests.

v" The alarm is acknowledged by a user. An acknowledged alarm means a user knows
about it and is acting to correct it.

v" The monitor is edited.
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Basic edit tab - monitors

This edit tab displays with monitors.

Note: The following standard monitor settings display on most monitors. See the Monitor reference for
monitor-specific settings.

Basic tab

= Device - The name of the device.

= Type - The type of monitor. The identified operating system determines the type of monitors that
can be added to a device.

= Name - The unique name of the monitor. Defaults from the monitor type name.

= Test interval - The interval to wait if the last test was OK. Typically the interval is longer if the last
test Failed, as specified using the the Alarm test interval on the Advanced tab.

Advanced edit tab - monitors

Groups, gateways, devices, and monitors display an Advanced edit tab.

Note: The following standard monitor settings display on most monitors. See the Monitor reference for
monitor-specific settings.

Alert settings

= Alarm generation - Specifies the minimum number of consecutive "tests" that must fail to generate
an alarm.

= Alarm test interval - Specifies how much time must elapse between tests after the first Failed alarm
is generated. This interval is usually much longer then the Test interval on the Basics tab, to give
you time to respond to the original alarm. After the first alarm count, each additional, consecutive
test that fails increases the alarm count by one.

= Active - If checked, this monitor is active. A monitor that is not active does not perform any tests.
This option is checked by default.

Statistics and chart settings

= Store statistics - If checked, data collected is stored to disk.
= Chart resolution - The duration displayed by the chart.
= Group channels - The number of channels of data allowed on a single chart if a monitor returns
multiple channels of data. This is mainly useful for monitors such as the Environment monitor that
store separate statistics data for different external sensors.
Simple maintenance

These settings provide a quick method of specifying a maintenance period for a single monitor.

Note: Use ® > Schedules > Monitor maintenance to specify maintenance schedules for mul/tip/e monitors.

= Start time / (end time) - The range of time during the day when this monitor is down for maintenance.
= Day of week - The days of the week this monitor is down for maintenance.

= Maintenance mode - Stop test during maintenance. This is the only mode available during a
maintenance period.
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Alert and recovery settings

= Inherit alarm messages - Sets the Alarm Messages (page 63) format for this node.

= Inherit actions - If checked, inherited actions and inherited recovery actions are included on the
Actions tab (page 55) of this node.

Alarm filtering edit tab - monitors

This edit tab displays with monitors.

Note: The following standard monitor settings display on most monitors. See the Monitor reference for
monitor-specific settings.

This tab enables you to filter out categories of alarms for a monitor. For example, if a monitor is causing
false alerts due to an unstable network connection, uncheck Network errors to ignore these types of
errors. By default, all types of errors are alerted on.

= Network errors - Alerts on network connection error conditions.
= Threshold errors - Alerts on monitor threshold error conditions.
= QOther errors - Alerts on unclassified error error conditions.

Statistics edit tab - monitors

This edit tab displays with monitors.

Note: The following standard monitor settings display on most monitors. See the Monitor reference for
monitor-specific settings.

This tab contains display settings for each type of statistical data recorded by the monitor. If checked,
the specified data is shown in the real time charts on the monitor information view.

Alarm Messages

Alarm messages can be specified for groups, gateways, devices, and monitors.

Several of the actions you can execute when an alarm fails a consecutive number of tests is the
sending of messages.

Select schon

A&dd new sEhon

Miasaaging
mal send
Ferd message s Page el
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Hedwnrk

Windows specific
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Beripd
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64

The default format used by all message types is specified by the root node at the top of the navigation
tree, named the KNM node by default. All other descendant nodes inherit this message format unless
you choose to override it. There is a separate format for action messages and for recovery action
messages. See the list of Format Variables (page 65) available to use.
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To override the inherited default format, click either the Basic properties or Advanced tab, depending on
the type of node you've selected. Then uncheck the Inherit alarm messages checkbox.

m Hasac properies Akancrd AaribeErmhication HOC Accoss Tags
Hame; S ET-0
Address: 1030 70,42
05 typper: [Winccws x| [Winoows 2003, 2100 =]
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Fraa taxi:
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Inkwrf notmcation ¥ Frome cynckholm
[ T
Inkwaril alarm messages: [ FIOM s e

]

Ailarm message:

Alarm subject:

HECOvVES message:

Arcowver suhject:

Indwaer® Alarie actions: [ Frame cinihioimn

Save Camcel

Format Variables

All outgoing messages in Network Monitor can include formatting variables in the text of the
message.

Email messages can also contain special formatting codes known as BB codes that can be used to
improve the look of the mail.

BB codes

BB codes are a semi-standard used by many forum systems to format messages without the need of
embedding HTML. It works similarto HTML, having a start and an end tag, and supports nested tags.
BB codes are translated to HTML for all users that have selected to receive emails from Network
Monitor in either the HTML or Simple HTML format. Users that have selected to receive plain text
messages will have the BB codes stripped out from their messages.

Start End Description
[hr] Horizontal ruler. This tag does not have a closing tag.
[b] [/b] Bold text
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[i] gl

[u] (]
[quote] [/quote]
[size=X] [/size]

[font=X] [/font]

[color=X]  [/color]

[url=X] [furl]

limg=X]  [/img]

Format Variables

Italic text

Underline text

Quote text (translates to the html <blockquote> markup tag)
Sets the size to X pixels

[size=12] Example Text [/size]

Sets the text in scope to use the font "X"

[font=verdana] Example Text [/font]

Sets the text in the scope to use a color. The color can be any type
of HTML color definition.

[color=red] Example Text [/color]

Creates a link to URL X
[url=http://lwww.kaseya.com] Example URL [/url]
Inlines an image located at URL X
[img=http://myurl/mypic.png][/img]

Format flags are used to expand information in messages before they are processed and sent to their
recipient. Most of these flags are context sensitive. For example, the flag % [monitor.error]
expands the latest alarm report for the monitor triggering the action, and would not be expanded into

anything if used in a Send mail scheduled event.

%][system.time]

%][system.time_hour]
%[system.time_hour2]
%[system.time_minute]

%][system.time_second]

%][system.date]

%[system.date_year]
%[system.date_year2]
%][system.date_month]
%][system.date_day_of_month]
%[system.date_weekday]

%[system.date_day_of year]

%[group.name]
%][group.path]
%[group.id]
%[group.url]

%][group.kb_article_url]

%[group.company]
%[group.additional]
%[group.additional]

%][group.contact]
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current time

24 hours formatting

12 hours formatting

including minutes

including seconds

current date

current date with full year

year without century

month as number 01 - 12

day of the month 01 - 31

0 - sunday, 6 = saturday

day of the year 1 - 366

name of group

full path of group

group unique id

link to group

link to articles for the current group
group/company name
group/company additional line 1
group/company additional line 2

group/company contact name


http://www.kaseya.com/

%[group.email]
%][group.phone]
%[group.cellphone]
%][group.fax]
%[group.addressi]
%][group.address?]
%][device.local_time]
%][device.name]

%][device.id]
%[device.free_text]
%[device.address]
%][device.ip]
%][device.description]
%][device.notification_group]
%][device.mac]

%[device.url]
%][device.kb_article_url]
%][monitor.name]

%[monitor.id]

%][monitor.error]
%][monitor.error2]
%[monitor.type]
%[monitor.current_status]
%][monitor.time_last_ok]
%][monitor.time_last_ok_local_time]
%[monitor.time_last_failed]
%[monitor.time_last_failed_local_time]
%[monitor.dependency_status]
%[monitor.url]

%][user.current]

%][user.on_duty]

%][user.distribution_list]
%[system.charts]
%][report.name]
%[report.description]

%[monitor.list]

Monitors

group/company email
group/company phone
group/company cell phone
group/company fax
group/company address1
group/company address 2
device local time

name

unique id of device

link to device

link to articles for the current device

name of the user, used in acknowledge
alarm

name of "on duty" user as defined by a
user work schedule

list of users who get the e-mail

monitor realtime charts

used in acknowledge alarm, monitors that
were acknowledged
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Acknowledging Alarms

Acknowledge an alarm by selecting the Acknowledge button at the top of any Monitors view tab
on a group, gateway or device node.
A user can acknowledge the alarm state of one more monitors to notify other users that the alarms are
being investigated. When acknowledging an alarm, the user has two choices:
» Clear alarm status - This clears the alarm state and returns the monitor to its Ok state.
* Deactivate the monitors - This deactivates the monitors, with a checkbox to automatically
reactivate the monitors after N minutes. If the reactivate checkbox is unchecked, the monitors stays
deactivated until being manually activated.

Aekrorwledge alarm (o The Tollowing monflors

GRE 32 CPU ulllzaton

Moty the seirched manAors:

Desactiwate the maniars j

¥ arvd neaciate e moritors aer 30 minules

Yiou tan send a message o &l users esponsibie for the selecad monitors

Tirma: Sefsyetem time]
User %luser currerd has scknowledged alarm for the fallowing monitors

% |rrceninor =g

Sand the message by, [F Emall; [~ SME: [~ Pagebate:

Acknowledge alarm Cancel

Acknowledge Notification Format

The format of the acknowledge notification message is not inherited down the navigation tree. Instead,
the default notification format is specified using the ® menu at the top of the page and applies to all

nodes. Click the Mail, SMS & messaging option, then click the Default Messages tab to view or update this
format.

Note: The Format Variables (page 65) topic lists the format variables you can include in an
acknowledgment notification message.

Reports

Network Monitor is capable of generating statistical reports from recorded monitor data. All reports
are constructed using a common set of design elements such as charts, toplists, downtime information,
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data tables, comments and images. The overall style and color settings of the reports are controlled by
style templates, which makes it easy to add your company color-scheme or logotype to the finished
reports.

This section introduces how to viewing and publishing different types of reports.

Viewing Report Templates

<Select a node> > Create a report > View in Browser
The View report page enables you to view two types of report.
= Report templates
= Quick reports
Typically you select groups, devices or monitors first, then select the type of report to view.

1. Select any node in the navigation tree, typically a group. Depending on the type of node, either
devices or monitors are listed in the middle pane.

2. Click the View Report button or select the Create a Report > View in Browser command to display the
View report page.

M__ Repnr settings Sederdin

Period: Curent day ﬂ
Please sefeci; & Fun a report lempiate  Configure 3 quick repord
Salact repor template: Eeritabibty =]

Wiew Fepart Cancel

Report settings
The Report settings tab on the View report page displays three initial options:
= Period - Selects the period of the report.
» Current day, week, month, quarter, year
» Last day, week, month, quarter, year
» User defined period
» Offset in days

= Run areport template - Select from a list of predefined reports templates. Network Monitor comes
pre-configured with a set of useful Report templates. You can customize these or create your own
using the @ menu. The type of data and design elements are already selected in a report
template, so the only choice you have to make is which report template to run.

= Configure a quick report - We recommend you select specific monitors before selecting this option. If
you do, the quick report (page 70) includes a set of compatible design elements by default for the
monitors you have selected. If no monitors are selected before selecting this option, you must add
each design element manually.

Selection

Use the Selection tab on the View report page to override the default selection of groups, devices and
monitors selected for either type of report.
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Viewing Quick Reports

<Select a node> > <select monitors> > View report

Once devices are assigned different types of monitors, run a Quick report to compare data from different
types of monitors. When multiple devices are selected, data for the same monitor type is grouped
together on the same graph.

The fastest way to configure a quick report is from the list view of a Monitors tab of a single device.
Select all the monitors for that device on the Monitors tab. Click the View report button at the top of the
monitor list.
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Click the Configure a quick report option. The Report settings tab lists a series of configuration sections,

one or more for each type of monitor you selected earlier.
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View repert

Click the View report button at the bottom of the page. Monitor data displays in chart format for each of

the sections configured on the Report settings tab.

Note: To display the report in a new tab or window, set the © menu > Edit my settings > Interface options > View
reports drop-down list to Open reports in a new window.

Using this same page you can:

» Add new sections using the Add button at the top the Report settings tab.

= Select a different time Period.

= Use the Selection tab to select multiple groups, devices and monitors.

Note: You can also select the Run areport template option to run a report with a pre-defined layout for the

devices you selected.
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Viewing Customized Reports

Customized reports are good for defining reports whose content does not change. A customized report is
also the only way to create a report that contains data for different time periods in the same report.
Customize reports are designed just like report templates, but are bound to specific groups, devices
and monitors. For that reason customized reports are not run by first selecting a node in the navigation
tree. Instead you both create and run customized reports by selecting ® > Reports > Customized reports.

Note: Since the design and running of customized reports are so similar to report templates, you should
familiarize yourself with configuring Report templates first. Customized reports simply provide
additional fields that require you to specify groups, devices and monitors.

Emailing and publishing reports

<Select a node> > Create a report > Email or publish
@ > Reports > Customize reports > (click the k= icon)

The Email report page distributes a selected report template or customized report as an attachment to
an email, or populates a file location. You do not preview the report before generating it.
Select groups, devices or monitors first.
1. Select any node in the navigation tree, typically a group. Depending on the type of node, either
devices or monitors are listed in the middle pane.
2. Click the View Report button or select the Create a Report > Email or publish command to display the
Email report page.
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Reports

= Selected groups - Displays the selected group node.
= Report template - Select a report template.
= Period - Selects the period of the report.

» Current day, week, month, quarter, year

» Last day, week, month, quarter, year

» User defined period

» Offset in days

Email recipients

= Select devices / Selected devices - Enter text matching the any part of a the name of device. Select
one or more devices from the Select devices list and click the Add button. To remove one or more
user groups from Selected groups, select a user group and click the Remove button.

= User/ Selected users - Select one or more users from the Users list and click the Select button. To
remove one or more users from the Selected users list, select users and click the Remove button.

= Email - Specify individual email addresses as recipients. Separate multiple entries with a comma.

Publish report options

Instead of emailing a report, you can save it to a network location.

= Directory - The generated report is published on a network folder as an HTML document. Specify
the path to this folder. Optionally include the following formatting variables when specifying the
filename.

>

YV V V YV V V

>

S [system.
% [system.

% [system

Q

% [system.

Q

% [system.

Q

% [system.

% [system.

% [system.

date] - the current full date
date year] - current year

.date month] - current month

date day of month] - current day in the month
time] - current full time

time hour] - current hour

time minute] - current minute

time second] - current second

= FTP host & port -The generated report can be published on a FTP server as a HTML document.
Specify the host name and port number. Defaults to 21.

= FTP user -Select the logon account to be used for authenticating against the FTP server here.

Scheduling reports

Scheduling the automatic generation of reports is done with the scheduled events feature. Details on
how to work with scheduled events can be found in the Scheduled events (page 28) section.
Documentation for the Generate report event specifically can be found in the Scheduled event reference

section.
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Configuration Summary

If you're new to Network Monitor v5.0, the following configuration sequence is recommended to help
you evaluate the product. Each step includes a link to a more detailed explanation of how to perform

that step.
1. Run through the Installation Checklist (page 1).
2. Install Network Monitor v5.0 (page 1) on a network with other devices you can test with.
» Use the Server install option. A Local gateway Will be installed as well.
3. Run through the KNM Startup Guide (page 3) after Network Monitor is installed.
» Ensure the Gateway Server Settings (page 4) page is configured with an IP address and
port.
4. Logon (page 6) to Network Monitor.
5. Review the list of devices found by Network Discovery (page 45) in the Discovery group.
» Run Network Discovery again for a other subnets that share the same LAN as the Local
gateway.
6. Move (page 18) one or more devices out of the Discovery group tothe Local gateway.
» Devices must be moved out of the Discovery group to enable the generation of alarms.
7. Add monitors (page 59) to any device outside of a Discovery group.
8. Change the settings for the monitor threshold so as to force the monitor test to fail. This will
enable you to watch the Monitor Status Progression (page 53).
9. Define actions (page 55) that are executed when a monitor fails a test a consecutive number of
times.

10.Test the monitor by creating a Simulate Alarm (page 59) report to confirm the alarm is configured
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